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Preface 

The importance of occupational health and safety cannot be underestimated. 
Minimising work-related injury and illness is a major challenge for countries, 
managers, unions, and especially workers. Organisations should ensure that 
their workers’ health and safety are not at risk as a result of the work they 
do. Having a planned approach to managing occupational health and safety 
helps businesses to effectively protect their workers from work-related ill-
nesses, injuries or even death. 

Much has been written on the topic of occupational health and safety and 
on the adoption of ISO 45001 standards in workplaces, but most of these 
writings appear to primarily target professionals who have a prior knowl-
edge of the concepts and requirements of this ISO standard. This book is 
aimed at any individual or organisation that wants to implement an effective 
occupational health and safety management system. No assumptions have 
been made about my readers’ prior knowledge. This book’s audience may 
be not only experienced professionals but also people with no prior experi-
ence or knowledge of the structure and defnitions of ISO 45001 or of health 
and safety management. 

This book presents guidance for understanding all the requirements of 
the standard, illustrated using practical examples and techniques from indus-
tries. While clarifying each requirement of the standard, it also discusses the 
steps needed to achieve the requirement, areas that auditors may check, and 
mandatory or voluntary documents that may be maintained or retained to 
demonstrate conformity with the requirement. 

This book is divided into ten chapters. Chapter 1 enables the reader to 
understand the importance of establishing an occupational health and safety 
management system to protect workers and provide a healthy and safe 
working environment. It also introduces the new structure of ISO standards, 
called Annex SL, which aims to assist organisations to implement a number 
of management system standards simultaneously. 
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The history of ISO 45000 and the family of occupational health and safety 
standards are discussed in Chapter 2. Moreover, benefts of implementing an 
occupational health and safety management system based on ISO 45001:2018 
requirements have been illustrated in this chapter. This chapter also provides 
a brief introduction to each clause of the standard along with the ISO 45001 
certifcation process. 

Chapter 3 explains the terms and defnitions used in the ISO 45001:2018 
standard, which is necessary for understanding its concepts and 
requirements. 

The remaining chapters defne the requirements of the ISO 45001:2018 
from determining the context of the organisation to performance evalua-
tion and continual improvement. Each chapter gives a comprehensive diag-
nosis of the clauses of the standard, a step-by-step guide to implement the 
requirements, potential questions asked by auditors during the certifcation 
audit, and a list of mandatory and voluntary evidence for each clause. 
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Chapter 1 

Introduction 

Over 2 million people worldwide die every year due to work-related 
accidents and illnesses, which correlates to over 6,000 deaths every day 
(International Labour Organisation, 2020). Globally, there are around 340 
million occupational accidents and 160 million victims of work-related 
injuries and illness each year (International Labour Organisation, 2020). 
Occupational health and safety (OHS) is a major challenge for many 
organisations. 

Regardless of the size and nature of their business, organisations should 
protect their people and provide a safe and healthy working environment. 
They should identify the potential health and safety risks present in their 
workplace and take appropriate action to keep their workers free from 
harm. Occupational safety focuses on potential safety hazards that can cause 
injury. Occupational health, on the other hand, looks at potential health 
issues such as occupational medicine, occupational hygiene, and primary 
health care, including the well-being of workers. 

Organisations need to manage multiple aspects of their operations that 
require them to comply with different sets of standards such as quality, 
health and safety, and environment. As the ISO standards become more 
widely accepted, well-established organisations tend to simultaneously 
implement a number of management-system standards such as ISO 9001, 
ISO 14001, and OHSAS 18001. 

Considering this, ISO decided to develop their standards using a struc-
ture called Annex SL (renamed Annex L in the 2019 edition), which consists 
of ten category clauses to assist with the integration of these management 
systems. New versions of ISO 9001 and ISO 14001, which follow the new 
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2  ISO 45001 Implementation 

structure, were published in 2015. However, OHSAS 18001 has been super-
seded by ISO 45001, published in 2018. ISO 45001 is an internationally 
accepted framework to manage health and safety in the workplace, conform-
ing to ISO’s Annex L, and it follows the same high-level structure as other 
international standards. 

For organisations that want to implement an OHS management system 
(OHSMS) based on the ISO 45001:2018 standard but are not familiar with 
its structure and defnitions, it often takes a signifcant amount of resources 
to understand the requirements of the standard and plan their implementa-
tion. This book provides guidance in establishing an OHSMS linked to the 
requirements of ISO 45001:2018. It aims to explain all the requirements of 
ISO 45001:2018 clause by clause to provide guidance to: 

 Organisations preparing for ISO 45001:2018 implementation 
 Individuals who want to build a career in OHS 
 Health and safety practitioners and managers who want to improve 

their OHS performance 
 OHS consultants who prepare their clients for ISO 45001:2018 certifca-

tion audits 
 Internal and external auditors who audit OHSMS 

In addition to the requirements of the standard, this book includes indus-
try best practices, methods, and techniques to address these requirements. 
While clarifying each requirement of the standard, it also discusses the steps 
needed to achieve the requirement, areas that auditors may check, and man-
datory or voluntary documents that may be maintained or retained to dem-
onstrate conformity with the requirement. 

However, the reader should bear in mind that approaches to address ISO 
45001 are not limited to the ones explained in this book. OHS is a wide-
ranging subject with much research regularly being published. Interested 
parties should therefore investigate and research other methodologies to fnd 
the most suitable approaches for their organisation. 



 

  

 
 

  
  

 

 

 
 

 

 
 
 

Chapter 2 

Understanding the Basics 

2.1 What Is ISO 45001? 

The International Organisation for Standardization (ISO) in an interna-
tional standards setting body. Founded in 1947 as an independent, non-
governmental organisation, ISO is the largest standards organisation with 
more than 160 members. Each member belongs to the national body that 
represents standardisation in their country. Through its members, ISO 
brings together experts to share knowledge and develop 
standards to provide solutions to industrial and commercial challenges 
(ISO, 2021). 

ISO 45001, introduced in March 2018, is part of the ISO 45000 family 
of standards. ISO 45000 standards guide organisations towards improv-
ing workers’ health and safety in the workplace. Similar to other ISO 
family standards, ISO 45000 has one auditable standard, which is ISO 
45001. ISO 45001 is an internationally recognised standard that sets 
the requirements for creating, implementing, maintaining, and improv-
ing OHSMS. The OHSMS is a proactive framework that assists organ-
isations to protect people from occupational injuries and ill health. It 
is intended to be used by organisations, irrespective of their size and 
industry. 

ISO has categorised management system standards into ‘type A’ and ‘type 
B.’ Type A standards contain requirements against which an organisation 
can claim conformance, whereas type B standards do not specify require-
ments but usually offer defnitions, clarifcations, and guidance on how the 
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4  ISO 45001 Implementation 

requirements can be fulflled. ISO 45001 is the only type A standard in the 
ISO 45000 family. Type B standards published to date include: 

 ISO 45002:2018—General guidelines for the implementation of ISO 
45001:2018 

 ISO 45003:2021—Guidelines for managing psychological risks at work 
 ISO 45005:2020—Guidelines for safe working during the COVID-19 

pandemic 

Organisations can only get certifcation for their management system against 
type A standards. Therefore, to be audited by a certifcation body (CB) for 
their OHSMS, organisations must follow the requirements of ISO 45001. 
However, they may use other standards in this family as a guide for their 
OHSMS implementation. 

The following outcomes were considered by the ISO members when 
developing ISO 45001:2018: 

 To enable organisations to provide a healthy and safe working environ-
ment by identifying and managing their risks and improving their OHS 
performance 

 To be applicable and relevant to all types and sizes of organisations 
and industries, and to accommodate diverse geographical, cultural, and 
social conditions 

 To specify the requirements of an effective OHSMS 
 To enable organisations to demonstrate conformity with the requirements 
 To be able to integrate with other management systems including 

Quality Management System ISO 9001 and Environmental Management 
System ISO 14001, among others 

The intended outcomes of the OHSMS are to prevent work-related injury 
and ill health and to provide safe and healthy workplaces through the elimi-
nation of hazards and the minimisation of OHS risks. It provides the mecha-
nisms to assist organisations to make their workplaces safer and healthier. 
Implementation of an OHSMS based on the ISO 45001 requirements can 
also assist organisations to better engage with their workers, create a culture 
of continual improvement, and improve the organisation’s credibility. 

Moreover, there are other benefts involved in obtaining ISO 45001 certifca-
tion. Many organisations invest in ISO certifcations to become more competitive 
in their market and attract new customers and clients. Both private and public 
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tenders often include criteria related to health and safety. Implementing a health 
and safety management system and being accredited by a third-party CB may 
be the difference between winning a tender or losing it to a competitor. 

Organisations can also avoid fnancial losses caused by fnes or delays 
due to incidents by implementing an effective OHSMS. “If you think safety 
is expensive, try an accident,” is a popular quote attributed to Stelios Haji-
Ioannou, the EasyJet entrepreneur. Furthermore, ISO 45001-certifed organ-
isations often attract lower insurance premiums as they can demonstrate a 
strong commitment to protecting their workers. 

ISO 45001 is based on the ‘plan-do-check-act’ (PDCA) methodology 
(see Figure 2.1) and provides a process-oriented approach for documenting 
and reviewing the structure, responsibilities, and documented information 
required to achieve effective health and safety management in an organisa-
tion. PDCA is the concept of a continual cycle, with the prime objective 
being to drive forward improvements. 

Clause 5 –  

Leadership and 

worker participation 

6 - Planning 

7 – Support 

8 - Operation 

9 – 

Performance 

Evaluation 

10 -

Improvement 

PLAN 

DO 

CHECK 

ACT 

4.1 – Internal and 

External issues 

4.2 – Needs and 
expectations of 

interested parties 

INTENDED 

OUTCOMES 

OF THE 

OHSMS 

Figure 2.1 PDCA concept on ISO 45001:2018. 
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Table 2.1 ISO 45001:2018 Clauses 

Clause 1 Scope 

Clause 2 Normative references 

Clause 3 Terms and defnitions 

Clause 4 Context of the organisation 

Clause 5 Leadership and worker participation 

Clause 6 Planning 

Clause 7 Support 

Clause 8 Operation 

Clause 9 Performance evaluation 

Clause 10 Improvement 

ISO 45001:2018 contains ten clauses as shown in Table 2.1. 
The frst three clauses are introductory, and the remaining seven clauses 

defne the requirements of the ISO 45001:2018 standard and will be evalu-
ated by the certifcation auditors. Following is a brief introduction to these 
seven clauses. Each clause will then be discussed in detail in subsequent 
chapters. 

Clause 4—Context of the organisation: This clause requires an 
organisation to identify internal and external factors that can affect its stra-
tegic objectives, and the needs and expectations of its interested parties, 
in order to implement an effcient OHSMS. It also defnes requirements for 
determining the scope, as well as the need for establishment, implementa-
tion, maintenance, and continual improvement, of an OHSMS. 

Clause 5—Leadership and worker participation: One of the main 
factors that determine the success or failure of an organisational improve-
ment is the commitment of the leaders and workers to the improvement. 
This section tries to ensure the involvement of the top management as well 
as managerial and non-managerial workers to the implementation of the ISO 
standard. Top management needs to illustrate leadership and commitment 
with respect to the OHSMS by being accountable for the effectiveness of the 
OHSMS, promoting continual improvement, assigning roles and responsibili-
ties, and communicating the OHS policy. 

Clause 6—Planning: This clause defnes requirements for addressing 
hazards, risks, opportunities, legal, and other requirements as well as OHS 
objectives and the planning needed to achieve them. 
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Clause 7—Support: To ensure that OHSMS is aligned with other activi-
ties of the business, organisations should verify that they have the right 
resources to achieve their intended outcome. These resources may include 
elements such as competent people, adequately documented information, 
and appropriate means of communication. 

Clause 8—Operation: This clause is focused on establishing opera-
tional controls to eliminate the OHS hazards, the management of changes, 
and emergency preparedness and response. 

Clause 9—Performance evaluation: Requirements in this clause 
underscore the importance of considering what, how, and when to measure 
the performance of the OHSMS and determine the elements that infuence 
the effectiveness of the system. Once the processes are in place, organisa-
tions should determine mechanisms to monitor and measure the OHSMS 
performance with the involvement of top management. 

Clause 10—Improvement: This clause describes the requirements 
needed to improve the company’s OHSMS over time by identifying issues 
and nonconformances, taking corrective actions to rectify these issues, and 
examining and eliminating the root causes of the nonconformances to avoid 
recurrence of the issues. Continual improvement is the sweetest outcome 
of any management system. It is a type of mindset that indicates, no matter 
how well you think your organisation performs, there are always areas for 
improvement. 

2.2 Process for Gaining ISO 45001 Certifcation 

To be ISO 45001 certifed, organisations need to implement OHSMS confor-
mance within the requirements of ISO 45001. Once the OHSMS is in place, 
organisations can contact a CB to conduct certifcation audits. The CB will 
assign a certifcation auditor (or team of auditors) to verify the organisation’s 
conformance against the ISO 45001:2018 requirements through certifcation 
audits. ISO 45001 certifcation verifes that the organisation has established 
and implemented an effective OHSMS, increasing stakeholder confdence 
and giving the organisation a competitive advantage. 

ISO 45001 certifcation audits are completed in two stages. The frst stage 
is the ‘readiness review’ audit where the auditors determine if the organ-
isation has established an OHSMS and is ready for the second-stage audit. 
During the frst stage, the auditors will review the organisation’s documented 
information and site-specifc conditions. The auditors will also review the 
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scope of the management system and gather information on processes, pro-
cedures, regulatory requirements, and the levels of control the organisation 
has established. 

The stage 1 audit usually takes one to two days depending on the size 
and complexity of the organisation. Once the stage 1 audit is completed, the 
auditors will provide an audit conclusion report advising whether the organ-
isation is ready to move to the next stage and outlining areas of concern that 
could be considered to be nonconforming, for the stage 2 audit. 

Usually, several months after the stage 1 audit (depending on the nature 
of the areas of concern and availability of the auditors and auditees) the 
auditors will return to audit the entire management system and confrm that 
all the requirements of the standard have been met. It would be optimal if 
there is at least a three-month history of OHS implementation for auditors 
to see during this stage. The stage 2 audit report highlights any nonconfor-
mance identifed by the auditors. Certifcation cannot be issued until correc-
tive actions have been taken by the organisation and have been verifed by 
the auditors. 

These certifcation audits can be conducted on-site or remotely (also 
referred to as ‘virtual’ audits). In an on-site audit, the auditors will visit the 
organisation’s sites and conduct the audit in-person. The number of audit 
days depends on factors such as the size and complexity of the organisation. 
This is the most common way of auditing. However, since 2020, due to the 
COVID-19 pandemic, remote audits have increased signifcantly. 

Regardless of the audit type, the audit process is the same and is 
based on the ISO 19011 standard. ISO 19011 provides a guideline for 
auditing management systems, including guidance on managing audit 
programmes, the principles of auditing, and the evaluation of compe-
tence of individuals involved in the audit process (ISO 19011:2018). As 
defned in ISO 19011, a standard audit programme should contain the 
four phases described in Figure 2.2. 

Since the main purpose of this book is to assist auditees, here we discuss 
the processes of the third phase where the auditees are involved. An audit 
session starts with an opening meeting where the auditors and the manage-
ment team will frst meet. The lead auditor manages this meeting to confrm 
the audit plan with the auditees, introduce the audit team, and ensure that 
all audit activities can be performed. This meeting usually takes around 30 
minutes. It is important that the top management attends either the opening 
meeting or the closing meeting (ideally both) to show commitment to the 
organisational improvement. 
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1 - Initiating the 
audit 

•Audit request
•Appointing the lead auditor
•Defining Objectives,criteria, scope, size of sample and duration
•Determining the feasibility of the audit
•Establishing the audit team
•Establishing initial contact with the auditee 

2 - Preparing audit 
activities 

•Performing document review
•Preparing the audit plan
•Assigning work to the audit team
•Preparing work documents 

3 - Conducting the 
audit 

•Conducting opening meeting
•Performing document review while conducting the audit
•Collecting and verifying information
•Generating audit findings
•Preparing audit conclusions
•Conducting exit meeting 

4 - Preparing and 
distributing the

audit report 

•Preparing the audit report
•Approving and distributing the audit report
•Completing the audit
•Conducting audit follow-up 

Figure 2.2 Four-step audit programme (ISO 19011:2018). 

After the opening meeting, the auditors will conduct a documented 
information review, interviews, and observation of the work environment 
to ensure that the organisation has the systems in place to satisfy all the 
requirements of the ISO 45001:2018 standard. Competent auditors, based 
on their previous experience and the nature of the auditee’s business, may 
focus on specifc parts of the OHSMS. Some auditors may spend more time 
on risk assessments; others may focus on employee competency and train-
ing. However, the whole management system must be audited. 

During the audit, the audit team members will communicate regularly 
to exchange information, determine the progress of the audit, and reassign 
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work among themselves (ISO 19011:2018). Communication may also be 
necessary between the audit team leader and the auditee to report on the 
audit’s progress, signifcant fndings, and any concerns about issues outside 
the scope of the audit. If the audit evidence suggests that the audit objec-
tives cannot be met, the auditee will be informed immediately to determine 
appropriate action such as changing the audit plan, audit scope and objec-
tives, or termination of the audit. 

During the audit session, auditors will collect evidence relevant to the 
audit objectives, scope, and criteria by methods including interviews, obser-
vations, and a documented information review. Obtained evidence leading 
to audit fndings should be subject to adequate verifcation to demonstrate 
that requirements are being met. When it is not practical or cost-effective to 
examine all available information during the audit session, auditors will use 
audit sampling. Audit sampling is a process by which the auditors form a 
conclusion about a large data set (population) by assessing a selected subset 
of the population. However, sampling may reduce the accuracy of the audit 
conclusions as the determined samples may not fully represent the popula-
tion’s characteristics. 

Once objective evidence has been obtained, the auditors will evaluate it 
against the audit criteria to determine the audit fndings, which may indicate 
conformity or nonconformity with the audit criteria. Identifed nonconformi-
ties will be reviewed with the auditee to ensure that the obtained evidence 
is accurate and that the nonconformities are understood. 

After gathering adequate information, the auditors will arrange a closing 
meeting to present the audit fndings and conclusions. During this meeting, 
the lead auditor will briefy explain the audit highlights, the extent of con-
formity with the audit criteria, achievement of audit objectives, scope, and 
fulflment of audit criteria. 

The auditors will describe positive aspects of the auditee’s health and 
safety management system as well as opportunities for improvements (OFIs). 
If there are any identifed nonconformities, the auditors will explain the pro-
cess that needs to be followed. However, if there are no major nonconfor-
mances, the auditors will advise the organisation that they will recommend 
to the CB that the organisation conforms to the requirements of the ISO 
45001:2018 standard. 



  

 
 

Chapter 3 

Terms and Defnitions 

Before we discuss the requirements of the standard, some important 
terms need to be defned in order to understand the OHSMS [Source: ISO 
45001:2018, ISO 19011:2018]: 

Audit: Systematic, independent, and documented process for obtaining 
evidence and evaluating it objectively to determine the extent to which 
the audit criteria are fulflled 

Audit fndings: Results of the evaluation of the collected audit evidence 
against audit criteria 

Competence: Ability to apply skills, knowledge, and experience to suc-
cessfully achieve intended results 

Conformity: Fulflment of a requirement 
Consultation: Seeking views and opinions before making a decision 
Continual improvement: Ongoing effort to enhance performance 
Corrective action: Action to eliminate the cause(s) of nonconformity or 

an incident and to prevent a recurrence 
Documented information: Information required to be controlled 

and maintained by the organisation, and the medium in which it is 
contained 

Hazard: Potential source of injury and/or ill health 
Incident: Occurrence arising out of a work-related activity that could or 

does result in injury and/or ill health 
Injury and ill health: Adverse effect on the physical, mental, or 

cognitive condition of workers, which the organisation should try to 
avoid 
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Interested party: Person or organisation that can affect, be affected, 
or perceive itself to be affected by the decisions and activities of the 
organisation 

Management system: A set of interrelated policies, procedures, and 
responsibilities organised into a structured system of processes to help 
the organisation to realise and achieve its goals and objectives 

Nonconformity: Non-fulflment of a requirement 
Objective: Result to be achieved 
Objective evidence: Data supporting the existence or verity of 

something 
Occupational health and safety management system (OHSMS): A 

management system for achieving OHS policy and objectives 
Opportunity: Circumstance or set of circumstances that can lead to 

improvement 
Outsource: Arrangements with an external organisation to perform part 

of the organisation’s process 
Participation: Involvement in decision-making processes such as attend-

ing OHS committee meetings and management review meetings 
(MRMs) 

Policy: A formal document expressed by the top management defning 
the intentions and direction of the organisation 

Procedure: Specifed way to carry out a process 
Process: Set of interrelated activities which transform inputs to outputs 
Requirement: Needs and expectations (obligatory or generally implied) 

that are required to be met 
Risk: Effect of uncertainty that, if it occurs, has a positive or negative 

impact 
Risk assessment: The overall process of estimating the magnitude of 

risk and deciding whether the risk is tolerable 
Top management: A person or group of persons responsible for direct-

ing the organisation at the highest level within the scope of the OHSMS 
Worker: Person performing tasks under the control of the organisation. It 

includes managerial and non-managerial workers, workers of external 
providers, contractors, and agency workers 



  

  

Chapter 4 

Context of the Organisation 

4.4 - OHS management system 
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4.1 - Understanding the organisation and its context 

4.2 - Understanding the needs and expectations of 
workers and other interested parties 

4.3 - Determining the scope of the OHS management 
system 

Overview of Clause 4—Context of the organisation (ISO 45001:2018). 

The intended benefts of the OHSMS might not be achieved in full if the 
organisation does not adequately determine relevant factors affecting its 
health and safety performance. Thus, the requirements of ISO 45001 start 
with the identifcation of the strategic direction of the organisation and 
various internal and external elements that might inhibit or exacerbate the 
achievement of its health and safety objectives. 

4.1 Understanding the Organisation and Its Context 

The frst step for implementing any management system is to understand the 
environment in which the organisation operates. An organisation is not an 
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External 
factors 
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Contractors 
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Customers 
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directors 

Management 
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Figure 4.1 Internal and external factors (ISO 45001:2018). 

island unto itself. Each organisation has its unique characteristics and condi-
tions. Different elements can affect an organisation’s performance in terms 
of achieving its desired outcomes. The ISO standard has divided these ele-
ments into external and internal issues. However, since these elements can 
have both negative and positive impacts on the organisation, we will refer 
to them as external and internal ‘factors’ rather than ‘issues’ throughout this 
book (See Figure 4.1). 

To meet ISO 45001 requirements, organisations are required to have an 
ongoing system in place to determine relevant internal and external fac-
tors that can affect their ability to achieve the intended outcomes of their 
OHSMS. This is to encourage organisations to take a proactive approach to 
address these conditions and any changing circumstances. 

A recent example of an external factor that infuenced most of the world’s 
organisations is that of the additional risks brought about by the COVID-19 
situation, which led to extra control measures being required at workplaces, 
such as physical distancing, and problems such as a shortage of masks and 
sanitisers. Other examples of external factors include: 

 Cultural, social, and political factors that have positive or negative 
impacts on health and safety in the workplace 

 Legal factors that can affect an organisation’s compliance with legal 
health and safety requirements 

 Environmental factors such as noise and dust from neighbouring 
organisations 

 Contractors, competitors, or suppliers that could impact an organisa-
tion’s OHS 



  

 

 

 
 
 

 

 
 

  

Context of the Organisation  15 

 New knowledge of products and their effect on health and safety in the 
workplace 

Examples of internal factors that may impact an organisation’s health and 
safety performance are having a new CEO or making changes to the top 
management’s commitment to the OHSMS. Other examples of internal fac-
tors include: 

 Changes in roles and responsibilities of management or personnel that 
can affect OHSMS 

 Changes in an organisation’s health and safety policies and objectives 
 Capabilities in terms of resources, knowledge, and competence 
 Changes in the needs and expectations of workers in relation to their 

health and safety at work 
 Introduction of new products, materials, services, tools, software, prem-

ises, and equipment 
 Working time arrangements 
 Working conditions 

Management should regularly review internal and external factors that may 
affect the success of their OHSMS. The output of this activity provides input 
into the consideration of risks and opportunities. 

4.2 Needs and Expectations of Interested Parties 

Each organisation has a unique set of interested parties whose needs and 
expectations change and develop over time. Thus, organisations should 
have an ongoing system in place to determine interested parties that are 
affected by the organisation’s activities and to understand their health and 
safety needs and expectations. This will assist organisations to consider what 
health and safety requirements they need to fulfl to meet the needs of the 
parties being affected by the organisation’s activities. 

The frst and most obvious interested party of an organisation is its work-
ers. To meet the needs and expectations of workers, companies should pro-
vide safe and healthy working conditions and processes, eliminate potential 
hazards and reduce risks, and address other health and safety–related mat-
ters that concern their workers. 

However, the interested parties of an organisation are not limited to its 
workers. Legal and regulatory bodies have a responsibility to ensure the 
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enforcement of OHS regulations. Suppliers provide products that may have 
serious OHS implications for workers or users. Organisations can also affect 
their local community by improving community health and minimising risks 
of the organisation’s negative impact on the public. Therefore, various other 
interested parties may be identifed by an organisation. 

A critical part of identifying the needs and expectations of interested par-
ties is to determine which of these are a legal requirement and are mandatory 
due to being incorporated into laws and regulations. The organisation may 
also decide to voluntarily meet other needs and expectations of interested 
parties, such as being certifed to ISO 45001, which is not a legal require-
ment. The needs and expectations of interested parties may change over time. 
Therefore, organisations should monitor and review information about these 
interested parties and their relevant requirements on an ongoing basis and 
apply necessary changes to the OHSMS as required. Outputs from this infor-
mation will be addressed when planning and establishing the OHSMS. 

4.3 Determining the Scope of the OHSMS 

Once the organisation has identifed factors that can affect its OHSMS, it 
should then defne the boundaries and applicability of the OHSMS. Defning 
the ‘scope’ is a vital step because after that the concept of the ‘organisation’ 
in the OHSMS is limited to what has been defned in the scope. 

The OHSMS scope can include the organisation as a whole or a specifc 
site or function of the organisation. The OHSMS scope should include every-
thing under the infuence and control of the organisation that can affect 
its health and safety performance. Organisations cannot exclude activities, 
products, and services that have an impact on their OHS performance or 
have the potential to become a legal obligation. 

Organisations should maintain the scope of their OHSMS as documented 
information and make it available to their interested parties. The OHSMS 
scope should defne physical locations of the organisation and processes, 
products, services, and activities under the organisation’s control that have a 
potential impact on its OHS performance. 

4.4 OHS Management System 

The last section of clause 4 of the standard requires organisations to estab-
lish, implement, maintain, and continually improve the organisation’s 
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OHSMS by reviewing it regularly. This is the most comprehensive sub-clause 
of the standard as it covers all the other clauses and requires organisations 
to conform with all requirements of ISO 45001. Organisations should decide 
how they want to fulfl the requirements of the standard, including the level 
of detail and extent to which they: 

 Establish processes to have confdence that they are controlled, carried 
out as planned, and achieve the intended outcomes of the OHSMS. 

 Integrate requirements of the OHSMS into its various business processes 
(e.g. procurement, human resources, sales, and marketing). 

Steps to Complete 

1. Management meetings need to be conducted to identify external and 
internal factors that affect the organisation’s OHS performance and 
determine plans to manage these factors. Attendees of this meeting can 
be top management, the OHS manager, managerial and non-managerial 
workers, and workers’ representatives. Results of these meetings may be 
recorded (not mandatory) through meeting minutes, revised objectives, 
corporate policies, and business planning documents. Agenda items to 
be considered in these meetings need to: 

a. Identify external/internal factors (can be done through SWOT and 
PESTEL analysis) 

b. Discuss how each factor affects the organisation 
c. Identify the risks relevant to this factor 
d. Establish plans to mitigate the risks 
e. Appoint a responsible person/department for each factor 
f. Decide on the frequency of reviewing external/internal factors 

2. Management meetings need to be conducted to identify interested par-
ties, their needs and expectations and determine which of these needs 
and expectations could become legal and other requirements. Attendees 
of this meeting can be top management, the OHS manager, manage-
rial and non-managerial workers, and workers’ representatives. Results 
of these meetings may be recorded (not mandatory) through meeting 
minutes, revised objectives, corporate policies, and business planning 
documents. Agenda items to be considered in these meetings should: 

a. Identify interested parties 
b. Assess their needs and expectations 



  

 

 
 

 

 

 

 
 
 

 
 

 

 

 
 
 

 
 
 

18  ISO 45001 Implementation 

c. Determine if needs and expectations can become a compliance 
obligation 

d. Assess the impact of non-compliance on the organisation 
e. Determine risks and opportunities relevant to the needs and 

expectations 
f. Appoint a responsible person/department for the needs and 

expectations 
g. Decide on the frequency of reviewing interested parties and their 

needs and expectations. 

3. Management meetings need to be conducted to determine the boundar-
ies and applicability of the OHSMS to establish its scope. Attendees of 
this meeting may be top management, OHS manager, managerial and 
non-managerial workers, and workers’ representatives. Results of these 
meetings should be recorded (mandatory) according to the OHSMS 
scope. Agenda items to be considered in these meetings should: 

a. Identify the scope of the organisation’s OHSMS 
b. Identify any exclusions 
c. Provide justifcation for exclusions 

Auditors Will Check That 

 External and internal issues have been determined. 
 External and internal issues have been identifed, and how they have 

been identifed. 
 The organisation has determined its interested parties and their needs 

and expectations. 
 Needs and expectations of interested parties that can become a legal 

obligation have been identifed. 
 The scope of the OHSMS has been determined. 
 Any exclusions have been properly justifed. 
 The scope of the OHSMS has been maintained as documented 

information. 

Records 

 Scope of the OHSMS (mandatory) 
 List of external and internal factors (non-mandatory) 
 List of interested parties and their needs and expectations 

(non-mandatory) 
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5.1 - Leadership and commitment 

5.2 - OHS policy 

5.3 - Organisational roles, responsibilities and authorities 

5.4 - Consultation and participation of workers 

Overview of Clause 5—Leadership and worker participation (ISO 45001:2018). 

Without the proper support from top management and workers, any man-
agement system is doomed to failure. Top management of the organisation 
and its workers should understand what is trying to be achieved, why it is 
being implemented, and what benefts it can bring to the organisation. Thus, 
ISO 45001 is highly focused on the involvement and commitment of the 
leaders and workers, which is not limited to this clause but prevails through-
out the whole standard. 
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20  ISO 45001 Implementation 

This clause of the standard requires that both senior management and 
workers demonstrate a clear commitment to OHS management. Senior 
management should take the overall responsibility and be accountable for 
protecting workers and integrating health and safety management into the 
organisation’s daily business processes. Moreover, this clause also empha-
sises the consultation and participation of workers in different aspects of 
the OHSMS, such as taking part in hazards and risks’ identifcation and the 
development of OHS policies and objectives. 

5.1 Leadership and Commitment 

One of the biggest challenges of implementing any management sys-
tem in an organisation is the resistance to change from its people. 
Workers (both managerial and non-managerial) often push back 
against the change, or quietly slip back into their old way of work-
ing as soon as they do not see the commitment from their managers. 
Leadership and commitment from the organisation’s top management, 
including awareness, responsiveness, active support, and feedback, 
are critical for the success of the OHSMS and the achievement of its 
intended outcomes. Therefore, the top management of the organisation 
assumes specifc responsibilities for which they need to be personally 
involved or to direct, to establish a positive OHS culture throughout the 
organisation. 

A) The standard requires senior management to take overall responsibility 
and be accountable for the prevention of work-related injuries and ill health, 
and for providing a safe and healthy workplace. Senior management can 
delegate authority and allocate health and safety–related responsibilities to 
other workers, but the fnal responsibility remains with the senior manage-
ment. Workers need to understand and recognise that their health and safety 
are important to the top management and efforts are being made to improve 
their working conditions. 

Steps to Complete 

1. Ensure that commitment of the top management is evident from top 
management’s roles and responsibilities. 

2. Ensure that the top management is aware that they should accept the over-
all accountability for the prevention of work-related injuries and ill health. 
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3. Train top management, if necessary, to understand their responsibilities 
with respect to health and safety in the workplace. 

4. Include OHS matters on the agenda of senior management and board 
meetings and maintain minutes to demonstrate that it is entrenched in 
the organisation’s business processes. 

Auditors Will 

 Interview the top management and review their job descriptions to 
check if they are aware of their responsibilities to ensure the health and 
safety of their workers and other workers who are being infuenced or 
directed by the organisation. 

 Check if OHS matters are discussed in the top management-level meetings. 

Records 

 Senior management job description (mandatory) 
 Minutes of senior management and board meetings (non-mandatory) 

B) Senior management should ensure that OHS policies and objectives are 
established and are in line with the strategic direction of the organisation. 
Establishing effective policies and objectives allows senior management to 
contextualise health and safety in the organisation’s activities. Effective OHS 
objectives should be specifc, measurable, achievable, relevant, and time-
bound (SMART). 

Steps to Complete 

1. OHS policy to be reviewed and preferably signed and dated by the top 
management. 

2. OHS objectives to be determined with the participation of the top 
management, managerial and non-managerial workers, and workers’ 
representatives. 

3. OHS objectives to be in line with the organisation’s strategic business 
plans (mission, vision, and core values). 

Auditors Will Check That 

 Top management has been involved in establishing OHS policy and 
objectives. 

 They are compatible with the organisation’s short-term and long-term 
strategies. 



  

 
 

 
 
 
 
 
 

  
 
 

 

 

 

 

22  ISO 45001 Implementation 

Records 

 Approved OHS policy (mandatory as per clause 5.2) 
 Approved OHS objectives (mandatory as per clause 6.2), including: 

* objective 
* objective start date 
* objective completion date 
* responsible person 
* monitoring methodology 
* monitoring frequency 

C) Top management should ensure that the OHSMS has been integrated into 
the organisation’s business processes. This is a challenging yet important 
step towards implementing the OHSMS. In many organisations, health and 
safety is a separate process being managed by only a few individuals, and 
when they leave the company the process will often stop. If companies fail 
to integrate their health and safety systems into their daily processes, most 
probably their OHSMS will also eventually fail, as it can be seen as gratu-
itous and unnecessary by their workers. Senior management should ensure 
that OHS procedures such as risk and hazard identifcation, internal audits, 
management reviews and workers’ consultation and participation are inte-
grated with other processes of the organisation. 

Steps to Complete 

1. Conduct meetings with the participation of top management, managerial 
and non-managerial workers, and workers’ representatives to determine 
how OHSMS processes can be integrated with other business processes, 
and maintain meeting minutes. Examples of integration may include: 

a. Risk and hazard identifcation, which can be done along with other 
regular workplace inspections, OHS committee meetings, toolbox 
meetings 

b. OHS audits, which can be conducted along with other regular 
inspections, quality, and environmental audits 

c. OHS management reviews, which can be included on the agenda of 
regular business meetings 

d. Consultation with and participation of workers, which can be con-
sidered while developing OHS policies, objectives, annual training 
sessions, incident investigations, etc. 
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Auditors Will Check 

 What efforts have been made to integrate OHSMS into daily business 
processes? 

Records 

 Evidence of integration of OHSMS with other business processes 
(non-mandatory) 

D) Senior management should ensure that adequate resources have been 
provided to implement, maintain, and improve the OHSMS. To satisfy the 
requirements of this clause, senior management should have a proper under-
standing of what resources are required and what resources are available. 
Resources required can include competent personnel, adequate OHS-related 
tools and equipment, suffcient fnances, and other resources to comply with 
the standards and regulatory requirements. 

Steps to Complete 

1. Identify resources required in management meetings, OHS committee 
meetings and toolbox meetings, and maintain minutes of the meetings 
as evidence. 

2. Assign competent people by top management to the OHSMS tasks. If 
competent workers are not available, employ or provide training. 

3. Allocate an adequate budget for the OHSMS implementation. 

Auditors Will 

 Interview management and workers, and check records such as man-
agement meeting minutes to determine if top management has been 
involved in reviewing the adequacy of resources (human, intellectual, 
and fnancial resources) to implement, maintain, and improve the 
organisation’s OHSMS. 

Records 

 Evidence of identifcation of required resources, allocation of competent 
personnel to OHS-related tasks, evaluation, and allocation of adequate 
budget to OHS matters (non-mandatory). 

E) Top management should communicate the importance of implementing 
an effective OHSMS and conforming to the ISO 45001 requirements. It is the 
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responsibility of the senior management to ensure that the procedures and 
practices related to the OHSMS are communicated effciently throughout the 
organisation to all workers and other interested parties. Examples of these 
communications include management meetings, safety committee meetings, 
toolbox talks, trainings, OHS briefngs, and posters. 

Steps to Complete 

1. Conduct meetings with key health and safety workers, including the 
top management, to decide what communication is necessary, how it 
should be carried out, and who is responsible for doing it. 

2. Communicate to interested parties (by top management) the reasons for 
implementing OHSMS and the benefts it can bring to the organisation. 

Auditors Will Check 

 What has been communicated and how 
 Which tasks, practices, and changes trigger communication within the 

organisation 
 That the means of communication is aligned with the purpose 

Records: Evidence of communicating the importance and benefts of imple-
menting the OHSMS (non-mandatory) 

F) Top management should ensure that the OHSMS achieves its objec-
tives. After determining the OHS objectives in clause 5.1.b, senior man-
agement should ensure that achievement plans are defned. Senior 
management is also responsible for regularly reviewing the progress of 
the defned plans. 

Steps to Complete 

1. Conduct meetings with top management to determine the following, 
and maintain meeting minutes, including: 

a. OHS objective 
b. Objective start date 
c. Objective target date 
d. Responsible person/department to achieve the objective 
e. Monitoring methodology 
f. Monitoring frequency 
g. Responsible person(s) to monitor the progress of the objective. 
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2. Communicate objectives to relevant interested parties and assign tasks 
to the responsible person/department. 

3. Review the progress of the objectives in MRMs, OHS committee meet-
ings, and toolbox talks. 

Auditors Will Check That 

 OHS objectives are defned and measurable. 
 Objective achievement plans are defned. 
 Objective processes are reviewed regularly by the top management. 
 OHS performance reports are sent directly to senior management by 

the OHS manager. 

Records 

 Objective achievement plan (mandatory as per clause 6.2), including: 

* objective status 
* tasks 
* responsible person or department 
* resources required 
* target date 

 Objective tracking (non-mandatory), including: 

* tracking date 
* progress and completion percentage 

G) Senior management should direct and support workers (both mana-
gerial and non-managerial) to contribute to the implementation, mainte-
nance, and improvement of the OHSMS. This section covers the following 
sub-clauses: 

 5.1.i Support other relevant management roles to demonstrate leadership 
 5.1.k Protect workers from reprisals when reporting incidents, hazards, 

risks, and opportunities 
 5.1.l Support establishment of a process for consultation and participa-

tion of workers 
 5.1.m Support establishment of the OHS committees 

A management system can be successful only if all the members work 
together and contribute to the system. Senior management should elimi-
nate any obstacles and lead others to understand the importance of OHS. 
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Senior management should direct other managers by providing them with 
resources and training, checking their needs in regard to the OHSMS, and 
regularly evaluating their performance. Senior management should facili-
tate workers and other managers to communicate their OHS-related needs 
effciently. 

Moreover, there may be times where workers want to express their con-
cerns about a potential risk or hazard or report a nonconformity they have 
seen in the workplace to their supervisors. In these situations, senior man-
agement should take the required steps to encourage workers to speak up 
and protect them from reprisal or retaliation. Senior management should 
take a proactive approach so that workers feel that their efforts in identify-
ing and reporting OHS risks and hazards are valued and encouraged. It is 
important to ensure that workers understand how they can inform their 
supervisors about any potential risk and hazard and that they are protected 
from reprisal. This can be communicated through induction programmes, 
OHS briefngs, toolbox talks, and so on. 

Top management should also ensure that procedures and policies are 
established to enable workers to participate in and be consulted on OHS 
aspects such as risk and hazard identifcation, required training, fnding non-
conformances, and taking corrective actions. This two-way consultation can 
be done through toolbox talks, daily briefngs, training, and OHS committee 
meetings. Thus, senior management should support and promote opportuni-
ties and channels for consultation with workers and ensure the effectiveness 
of these processes. 

Steps to Complete 

1. Top management to regularly review the necessary competence of other 
managers in their OHS-related tasks (including the ability to identify 
hazards and risks) and provide training if necessary. This can be done 
through an annual competence evaluation process. 

2. Top management to regularly consult with other managers regarding 
the resources they need for their OHS-related tasks. This matter can be 
discussed in MRMs. 

3. Top management to determine a process for two-way communica-
tion with workers to provide necessary OHS-related information to 
workers and workers’ representatives and receive their concerns and 
feedback. Established processes should ensure that workers are being 
encouraged to express their concerns and they will be protected from 
reprisal. 
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Auditors Will Check That 

 Competency of other managers is being evaluated, and training and 
other resources are being provided to them when necessary. 

 Top management is involved in establishing an effective process for 
consultation and participation of workers. 

 Workers have been interviewed to ensure that they are aware of the 
ways to communicate their OHS concerns and that they feel they are 
being protected against reprisal and retaliation. 

Records 

 Competence evaluation of managers reviewed by the top management 
(non-mandatory) 

 Meeting minutes of top management with other managers in regard to 
identifcation and allocation of resources they require for their OHS-
related tasks (non-mandatory) 

 Procedures for consultation and participation of workers 
(non-mandatory) 

 Information about how to communicate concerns and feedback to 
supervisors in workers’ induction programmes (non-mandatory) 

H) Senior management should promote continual improvement. 
Successful organisations in terms of health and safety are the ones that 
constantly have their eyes on potential OHS improvement opportunities 
and better performance. Continual improvement is a mindset of always 
looking for areas that can be improved. Companies should build contin-
ual improvement into their health and safety culture, and this starts with 
the senior management. Senior management’s commitment demonstrates 
to workers what behaviours and actions will be rewarded or punished, 
which infuences their attitudes in terms of health and safety in the 
workplace. 

This aspect can also include sub-clause 5.1.j, which is about the respon-
sibility of the senior management in developing, leading, and promoting the 
health and safety culture in the organisation. Top management’s involvement 
and commitment can make a signifcant contribution to changing workers’ 
attitudes and behaviours in relation to health and safety in the workplace. 
Senior management performing OHS requirements, participating in OHS 
activities, allocating adequate resources to the OHSMS, and promoting it is 
considered as an act of motivation to others. 
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Steps to Complete 

 Top management to determine processes to promote continual 
improvement of OHSMS by receiving suggestions, performance evalua-
tion, training, rewarding, and brainstorming meetings to identify areas 
for improvement, then taking the required steps to implement these 
processes 

Auditors Will Check That 

 Recommendations for improvement opportunities are being discussed 
in OHS-related meetings. 

 Senior management encourages employees to follow OHS at work and 
promotes the achievement of OHS objectives. 

 Adequate resources have been allocated for continual improvement. 

Records 

 Evidence of top management reviewing recommendations for OHS 
improvements and taking action accordingly (non-mandatory) 

 Evidence of training on continual improvement for top management, 
managerial and non-managerial workers (non-mandatory) 

 Budgets and other resources allocated to continual improvement 
(non-mandatory) 

5.2 OHS Policy 

The OHS policy is a set of principles, stated as commitments, in which top 
management outlines the long-term direction of the organisation in support-
ing and continually improving its health and safety performance. The OHS 
policy provides an overall sense of direction, as well as a framework for 
the organisation to set its objectives and take steps to achieve the intended 
outcomes of the OHSMS. It is also a helpful tool to get everyone within the 
organisation to work towards the same goal of a safe and healthy workplace. 

The standard considers senior management to be responsible for estab-
lishing, implementing, maintaining, and communicating an effective OHS 
policy. The OHS policy should be available as documented information; 
thus, it should be approved, maintained, and periodically reviewed. It 
should be communicated within the organisation and should be available to 
other interested parties either by posting it on the company’s website or by 
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providing it upon request, to ensure that all interested parties are aware of 
the organisation’s OHS vision and direction. As the nature of risks and haz-
ards are different in each company, the OHS policy should be relevant to the 
size and nature of the organisation. 

The OHS policy should include the following: 

 A commitment to: 

* provide safe and healthy working conditions for prevention of work-
related injury and ill health 

* fulfl all relevant health and safety legislation, regulations, codes of 
practice, and other requirements associated with the organisation’s 
operation 

* eliminate OHS hazards and reduce risks 
* continually improve OHSMS 
* continually improve OHS performance 
* encourage workers to participate in decision-making processes within 

the OHSMS and promote OHS awareness 

 A brief description of OHS objectives or provision of a basis for setting 
the OHS objectives 

A sample health and safety policy statement can be found in Appendix A. 

Steps to Complete 

1. Establishment of an OHS policy relevant to the context of the organisa-
tion to ensure all the requirements of clause 5.2 have been included. 

2. Review and approval of the OHS policy by top management. 
3. Distribution of the latest version of the OHS policy among interested 

parties (workers, contractors, customers, visitors, etc.). 

Auditors Will Check That 

 The OHS policy has been determined, documented, and regularly 
reviewed by the top management. 

 The OHS policy is available to interested parties. 
 The OHS policy is relevant to the context of the organisation. 
 The OHS policy covers all the requirements of clause 5.2 of the 

standard. 

Records: The OHS policy (mandatory) 
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5.3 Organisational Roles and Responsibilities 

Individuals involved in the organisation’s OHSMS should have a clear under-
standing of their roles and responsibilities for achieving the intended out-
comes of the OHSMS. A ‘role’ is one’s position within the organisation and 
‘responsibilities’ are the tasks, duties, and authorities of a role. Senior man-
agement should ensure that the roles and responsibilities for the OHS-related 
tasks are assigned and communicated to all levels within the organisation 
and maintained as documented information. Delegating responsibilities to 
workers gives them a sense of ownership and increases their effciency. 

The more clearly the top management outlines the roles and responsibili-
ties, the better the workers can achieve the organisation’s OHS objectives. 
Roles and responsibilities should be designated to competent personnel and 
be within the control of the assigned individuals. 

One of the effective tools that can be used by senior management when 
defning roles, responsibilities, and authorities is the ‘responsibility assign-
ment matrix’ also known as the RACI (Responsible, Accountable, Consulted, 
and Informed) matrix. The RACI matrix defnes the following: 

 The person who is responsible for the execution of the work 
 The person who is accountable for approving the task, whether by 

signing it off, delegating responsibility, or approving it once the task is 
completed 

 The person who should be consulted before the work can be done 
 The person who should be kept informed and up-to-date on the prog-

ress of the task 

A sample RACI matrix can be found in Appendix B. 
Assigned roles and responsibilities should be maintained as documented 

information, meaning that they need to be approved, documented, and 
regularly reviewed for effectiveness. Although the responsibilities can be 
delegated to others within the organisation, the ultimate responsibility for 
managing OHSMS resides with the top management. By assigning appropri-
ate roles, responsibilities, and authorities to workers, senior management 
should ensure that: 

 The OHSMS is implemented and maintained effectively. 
 Processes are executed effectively, and they deliver the intended OHS 

outcomes. 
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 The OHSMS performance and improvement opportunities are reported 
to top management. 

 Safe and healthy working conditions for the prevention of work-related 
injuries and ill health are promoted. 

 Change management of the OHSMS is effective. 

Top management is also responsible for designating an individual to perform 
specifc tasks relevant to the OHSMS, such as ensuring that the established 
OHSMS conforms to the requirement of ISO 45001, and that person must 
report the performance of the OHSMS to the top management. Although the 
standard did not suggest any specifc designation for this role, it is common 
for organisations to assign these tasks to health and safety managers or OHS 
management representatives. 

Steps to Complete 

1. Determine job descriptions relevant to the OHSMS (e.g. roles and 
responsibilities of senior management, health and safety manager, OHS 
offcers, OHS auditors, head of departments, supervisors, and workers). 

2. Senior management to review, approve, and distribute roles and 
responsibilities. 

3. Senior management to ensure that the channels for receiving reports on 
the OHSMS performance are defned. 

Auditors Will Check That 

 Roles and responsibilities required for effective implementation 
of OHSMS have been approved and communicated by the top 
management. 

 Workers have been interviewed to assess if they consider their assigned 
responsibilities are appropriate and within their control. 

 Top management has set up appropriate channels to receive reports on 
the OHSMS performance. 

Records: Approved OHS roles and responsibilities (mandatory). 

5.4 Consultation and Participation of Workers 

Consultation with, and participation of, workers is a key factor of success 
for an OHSMS. Organisations should make it clear that health and safety in 
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the workplace is the responsibility of all employees. The standard requires 
an organisation to establish, implement, and maintain a process for work-
ers’ consultation and participation in all aspects of health and safety at work. 
Workers include all personnel performing work-related activities under the 
control of the organisation, including managerial and non-managerial staff, 
trainees, volunteers, contractors, and contractors’ workers. 

‘Consultation’ refers to a two-way communication so that workers are 
actively involved in the OHS-related decision-making processes and the 
implementation of activities undertaken within the OHSMS. ‘Participation’ 
refers to the engagement with workers, workers’ representatives, and health 
and safety committees before making decisions on OHS performance and 
changes. 

This requirement provides an opportunity for workers to contribute 
to decision-making processes that affect their health and safety at work. 
Workers at all levels should be encouraged to report hazards and risks and 
defne preventive measures to be put in place. To meet the requirements of 
this clause, organisations should: 

 Provide mechanisms (such as worker representation), time, training, and 
resources necessary for consultation and participation of workers 

 Provide timely access to clear, understandable, and relevant information 
about the OHSMS through classroom training, reference manuals, health 
and safety posters, etc. 

 Identify and remove obstacles or barriers to participation (such as fail-
ure to respond to workers’ inputs or suggestions, language or literacy 
barriers, reprisals or threats of reprisals, and policies or practices that 
discourage or penalise worker participation) and minimise those that 
cannot be removed 

 Emphasise the consultation of non-managerial workers on the following 
aspects: 

* determining the needs and expectations of interested parties 
* establishing the OHS policy 
* assigning organisational roles, responsibilities, and authorities, as 

applicable 
* determining how to fulfl legal requirements and other requirements 
* establishing OHS objectives and planning to achieve them 
* determining applicable controls for outsourcing, procurement, and 

contractors 
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* determining what needs to be monitored, measured, and evaluated 
* planning, establishing, implementing, and maintaining audit 

programmes 
* ensuring continual improvement 

 Emphasise the participation of non-managerial workers in the following 
aspects: 

* determining the mechanisms for their consultation and participation 
* identifying hazards and assessing risks and opportunities 
* determining actions to eliminate hazards and reduce OHS risks 
* determining competence requirements, training needs, training, and 

evaluating training 
* determining what needs to be communicated and how this will be done 
* determining control measures and their effective implementation and 

use 
* investigating incidents and nonconformities and determining correc-

tive actions 

Organisations should consider situations where workers might feel uncom-
fortable raising a particular OHS issue with their supervisors or managers. 
This can be done through health and safety representatives (HSRs) who 
consult and assist workers in health and safety matters. Workers who are 
HSRs are deemed to represent workers in particular work groups and, as 
such, will undertake regular, meaningful consultation with the workers in 
their workgroup. Their duties include responding to OHS issues raised with 
them by a worker or group of workers. HSRs are then empowered to raise 
OHS issues formally at meetings with their supervisor or manager and may 
in certain circumstances contact the relevant government authority for assis-
tance and information. 

To enable the maintenance of a safe and healthy work environment, 
organisations should determine an issue resolution process in the event 
of a dispute about OHS matters. This process should provide guidelines 
to resolve any OHS issues in an effcient, timely, and suitable manner. 
Organisations may seek assistance from regulatory bodies if an OHS issue 
cannot be resolved satisfactorily. In attempting to resolve OHS issues, organ-
isations should consider: 

 The degree and immediacy of the risk to workers or other people 
affected by the issue 
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 The number and location of workers and other people affected by the 
issue 

 The corrective measures (temporary and permanent) that must be 
implemented to resolve the issue, using appropriate mechanisms to 
eliminate and control risks 

 The appointment of a responsible person to implement the resolution 
measures 

 That consultation takes place between all parties involved and affected 
by the OHS issue 

(Appendix C illustrates an example OHS issue resolution fowchart.) 
Organisations should foster a culture of open communication and discus-

sions related to OHS and, furthermore, ensure that workers’ interests are eff-
ciently represented through formalised consultative arrangements. However, 
while emphasising that the consultation and participation of non-managerial 
workers are intended to apply to persons carrying out the work activities, it 
is not intended to exclude managers who are impacted by work activities or 
other factors in the organisation. 

Steps to Complete 

1. Determine a procedure for consultation and participation of workers. It 
can include the following: 

a. How to provide necessary information to the workers and how 
to receive their concerns and feedback on OHS-related matters 

b. How workers elect their OHS representatives (e.g. show of hands, 
secret ballot) 

c. How the OHS committee functions 
d. How workers can be involved in OHS decisions such as required 

training, incident investigations, identifcation of hazards and risks, 
identifcation of OFIs 

e. How to resolve OHS issues arising in the workplace 
f. Who is responsible to ensure the effective implementation of this 

procedure 

2. Ensure top management reviews this procedure, approves, and distrib-
utes it to relevant personnel. 

3. Inform new workers about this procedure in their induction 
programme. 
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Auditors Will Check That 

 A process for a two-way consultation and participation with workers in 
regard to development, planning, implementation, performance evalua-
tion, and actions for OHSMS improvement has been defned. 

 Workers are involved in defning training requirements for OHS 
performance. 

 Workers have access to easily understandable and relevant information 
about OHSMS. 

 Workers are involved in identifying and reducing hazards and risks. 
 Non-managerial workers are involved in establishing OHS policy, objec-

tives, and planning to achieve them. 
 Non-managerial workers are involved in defning applicable controls for 

outsourcing, procurement, and contractors. 
 Non-managerial workers are consulted on planning, implementing, and 

maintaining audit programmes. 

Records 

 Workers’ participation and consultation procedure (non-mandatory), 
including: 

* appropriate method for participation and consultation of workers 
* functioning of the OHS committee 

� defnition of OHS committee’s roles 
� process for selecting workers reps 
� timetable for committee meetings 
� opportunity for agenda to be reviewed 

 Minutes of OHS committee meeting (non-mandatory) 
 Issue resolution procedure (non-mandatory) 
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6.1 - Actions to address risks and 
opportunities 

6.1.1 General 

6.1.2 Hazard identification 
and assessment of risks and 

opportunities 

6.1.3 Determination of legal
and other requirements 

6.1.4 Planning action 

6.2 - OHS objectives and planning to achieve
them 

6.2.1 OHS objectives 

6.2.2 Planning to achieve
OHS objectives 

Overview of Clause 6—Planning (ISO 45001:2018). 

6.1 Actions to Address Risks and Opportunities 

6.1.1 General 

Once the organisation has determined its context and secured management’s 
involvement in the process, it can then plan for the implementation of an 
OHSMS. This phase can assist the organisation in setting up an effective 
management system and ensuring its continual improvement. This critical 
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step requires a comprehensive understanding of operations to establish stra-
tegic objectives and principles for the OHSMS. In a health and safety man-
agement system, unlike other business processes, there is usually no second 
chance. Failure in OHS planning can result in a negative impact on people’s 
health and safety, which is why this clause is crucial in implementing an 
effective OHSMS. 

Planning is an ongoing process of reviewing, addressing, and respond-
ing to changes in the OHSMS. While planning for the OHSMS, organisa-
tions should take into account their context, the needs and expectations of 
all interested parties, and the scope of the OHSMS. The standard requires 
organisations to take the following actions in the planning phase: 

 Identify OHS hazards 
 Assess OHS and other risks 
 Identify OHS opportunities 
 Determine legal OHS requirements 
 Defne actions required to manage OHSMS 
 Set OHS objectives and defne achievement plans 

Organisations should take a proactive approach in regard to OHS hazards 
and risks, which means that they are expected to identify major risks, deter-
mine when they might occur, and defne who will be taking preventive 
actions. The standard requires organisations to determine risks and oppor-
tunities relevant to the OHSMS before any planned changes, permanent or 
temporary. Moreover, processes to determine risk and opportunities, and 
actions needed to address them, should be maintained as documented 
information. 

6.1.2 Hazard Identifcation and Assessment 
of Risks and Opportunities 

6.1.2.1 Hazard Identifcation 

A hazard is a source with the potential to cause harm or hazardous situ-
ations, or circumstances with the potential for exposure leading to injury 
and ill health. Hazard identifcation is a process of identifying procedures 
or activities that have the ability to harm workers. Hazards are detectable 
through various sources such as inspections, audits, reporting, committee 
meetings, and toolbox talks. 



  

 

 

 
 

 

 
 
 
 

 
 
 
 
 

 

 

 

 

Planning  39 

ISO 45001 requires organisations to establish, implement, and maintain a 
proactive and ongoing process for hazard identifcation. Workers play a vital 
role in identifying hazards as they are aware of the potential causes of harm 
and injuries. Hazard identifcation should be undertaken at all levels within 
the organisation. 

It is benefcial for the hazard identifcation team to include both manage-
rial and non-managerial roles, with multi-disciplinary expertise, to identify 
potential hazards in different kinds of circumstances and work processes. 
The standard requires organisations to consider the following factors when 
carrying out hazard identifcation: 

 Social factors (including workload, work hours, victimisation, harass-
ment, and bullying) 

 Activities performed every day as part of the organisation’s processes, 
and activities performed for special situations such as installing a new 
machine or testing a gantry 

 Leadership and culture of the organisation 
 Hazards arising from infrastructure, equipment, materials, substances, 

and physical conditions of the workplace 
 Product and service design, research, development, testing, production, 

assembly, construction, service delivery, maintenance, and disposal 
 Human factors 
 The way work is being performed 
 Previous incidents and audits 
 Health and safety–related documents such as equipment operating 

manuals and material safety data sheets 
 Potential emergency situations 
 Workers, contractors, and others who have access to the workplace 
 People who can be affected by the activities of the organisation 
 Workers at a location not under the direct control of the organisation 
 Design of work areas, processes, installations, equipment, operating 

procedures 
 Situations occurring in the vicinity of the workplace caused by work-

related activities of the organisation 
 Situations occurring in the vicinity of the workplace caused by activities 

not controlled by the organisation 
 Actual or potential changes in the organisation, operations, products, 

activities, and the OHSMS 
 Actual or potential changes in hazard knowledge and information 
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The hazard identifcation process needs to take into account all possible 
sources of hazards. The common sources of health and safety hazards are: 

Biological 

They are substances produced by an organism that may pose a threat to 
human health, such as blood, medical waste, fungi, sewage, animals, bacte-
ria, viruses, and other humans. They exist in most workplaces that involve 
working around other people in unsanitary conditions, labs, or the environ-
ment. When assessing a workplace for biological hazards, organisations may 
check whether: 

 Employees work in proximity to animals, insects, or other people who 
may have a contagious sickness. 

 The workplace is tidy and clear of fungi. 
 Employees work in proximity to biological materials such as sewage. 
 Employees work in proximity to sharp materials that impose biological 

hazards (e.g. syringes and needles) and need to be disposed of securely. 

Biomechanical 

They are hazards linked to manual tasks (lifting, carrying, putting down 
objects) that can result in musculoskeletal (bone, muscle, tendon, ligament, 
cartilage, and other connective tissues) damages. Workers are at risk from 
biomechanical hazards when a load is too heavy, too large, or diffcult 
to grasp, or if they are required to bend and twist when handling heavy 
loads, or the task is repetitive. When assessing a workplace for biomechani-
cal hazards, organisations should check if the following actions have been 
implemented: 

 Often-used items are in easy access between knee and shoulder height. 
 Heavy items are stored at waist height. 
 Repetitive activities are minimised. 
 Step ladders/stools are used to access items on high shelving. 
 Regular rest breaks are taken. 

Chemical 

This hazard type includes any chemical that can cause a physical or health 
hazard. Chemical hazards and toxic substances pose a wide range of health 
hazards (such as irritation, sensitisation, and carcinogenicity) and physi-
cal hazards (such as fammability, corrosion, and explosibility). Examples 
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of some common hazardous substances include fuels, paints, solvents, and 
cleaning products. Workers can be exposed by inhaling, swallowing, or 
through the skin, which can cause death, cancer, or damage to internal 
organs. When assessing a workplace for chemical hazards, organisations 
should check the following: 

 Procedures for storage, handling, or use of hazardous substances are 
clearly defned. 

 Chemical containers are labelled clearly and appropriately. 
 Gas cylinders are secured properly. 
 Chemical inventory and material safety data sheets are available. 
 Chemicals are disposed of properly. 

Electrical 

Electrical hazards can cause death or serious injury by electric shock (elec-
tricity passing through the body), arc fash (sudden release of electricity), or 
explosion caused by unsuitable electrical apparatus. Typical sources of elec-
trical hazards are underground and overground powerlines, plugs, cables, 
and fxed and portable electrical tools. When assessing the workplace for 
electrical hazards, organisations should check the following: 

 Electrical tools have a current test and tag. 
 Extension leads are used only for temporary power supply. 
 Leads are kept clear of walkways. 
 Tags are displayed on faulty equipment. 
 Extension cords are secured to the wall or foor using tape (not nails or 

staples, as they can cause a fre or shock). 
 Circuit breakers and fuses are working and clearly labelled. 

Hydraulic 

Hydraulic system components run at signifcant pressures and temperatures. 
Hydraulics pose hazards associated with heat and stored hydraulic energy, 
as well as crush hazards such as falling loads when hydraulic systems fail. 
Hydraulic equipment can pose serious hazards such as injection injury (a jet 
of hydraulic fuid pierces the skin and enters the bloodstream) and burns (a 
hose burst resulting in the release of hot hydraulic fuid). The most common 
point of failure in a hydraulic system is at the fttings, where corrosion and 
stress-related damage are most likely to occur. When assessing a workplace 
for hydraulic hazards, organisations should check the following: 
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 Rated load is clearly marked on the hydraulic equipment. 
 Circuit is hosed correctly, and protection equipment is in place. 
 Hydraulic equipment is checked for pinholes in the hydraulic line. 
 Galvanised fttings have not been used in hydraulic circuits. 

Vehicles and Mobile Plant 

These types of hazards are the ones caused by any moving vehicle in the 
workplace, such as forklift trucks, mobile cranes, and dollies. Moving vehi-
cles are one of the major causes of fatal accidents in the workplace. The 
most common causes of injury are moving vehicles hitting or running over 
people, people falling off workplace vehicles, workplace vehicles overturn-
ing, and objects falling off workplace vehicles. When assessing a workplace 
for moving vehicle hazards, organisations should check the following: 

 Workers have enough time to complete their work without rushing. 
 Workers wear hi-vis clothing where needed. 
 There are suitable crossing places on vehicle routes. 
 Visibility is good, lights are adequate and working, and markings and 

signs are clear. 
 Workplaces are kept tidy, potholes are flled, spills are cleaned up 

quickly to avoid slips and trips, and the potential to destabilise loads 
and vehicles is minimised. 

 Shelves are fastened to the ground in locations where forklifts are in 
operation. 

 Vehicles’ ftting lights, reversing lights, horns, and other warning devices, 
such as rotating beacons or reversing alarms, are working properly. 

Mechanical 

These are the hazards that can be caused by equipment such as machines, 
transmissions, fywheels, couplings, sprockets, and chains. Mechanical 
equipment can injure people by crushing, cutting, shearing, puncturing, 
abrading, burning, tearing, and stretching. Injury can also occur if loose hair 
or clothing gets caught in equipment or a moving part. When assessing a 
workplace for mechanical hazards, organisations should check the following: 

 Machinery is securely fenced and has an emergency stop button. 
 Crushing points of the machinery are clearly marked. 
 Accessible parts of the machine have no sharp edges, sharp corners, 

rough surfaces, or protruding parts. 
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Noise and Vibration 

Noise is unwanted sound that can cause impairment or damage to health. 
Vibration refers to the “oscillatory motions of solid bodies [and] . . . arises from 
mechanical sources with which humans have physical contact” (McPhee et al., 
2009). Noise-induced hearing loss is a well-recognised impact of noise hazard. 
The health impacts of vibration hazards include digestive problems and varia-
tions in blood pressure which can lead to heart problems, fatigue, and motion 
sickness. Although the impacts of noise and vibration hazards are different, 
the controls are similar. When assessing a workplace for noise and vibration 
hazards, organisations should check the following: 

 Noise and vibration sources have been identifed, eliminated, or mini-
mised where possible. 

 Hearing protection is available where hazardous noise levels exist in the 
workplace. 

 Noisy materials such as metal components have been replaced by 
quieter materials such as plastic where possible. 

 Machinery and equipment have been replaced with quieter types. 
 Workplace noise level is being monitored regularly. 
 Seats and headrests are insulated in cases where vibration can be trans-

mitted through the seat or headrest. 
 The speed of tools and equipment is limited to minimise the noise and 

vibration. 
 The time spent by workers on noisy equipment and vibrating surfaces 

is limited. 

Working at Height 

Working at height means working in a place where a person could be 
injured if they fell from one level to another. It can include falling off roofs, 
ladders, walls, tanks, and storage racks. Falling from heights can cause fatal-
ity, serious head injury, spinal injuries, fractures, sprains, and strains. When 
assessing a workplace for working at height hazards, organisations should 
check the following: 

 The right type of ladders have been selected. 
 Surfaces are stable, even, and clean. 
 Appropriate signage is in place. 
 Harnesses are correctly used. 
 Handrails have been installed where required. 
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Radiation 

Medical facilities, nuclear sites, laboratories, and industrial radiography 
areas are typical locations of radiation hazards. Radiation can cause der-
matitis, burns, cell damage, cataracts, changes in blood, fever, loss of hair, 
and death. When assessing a workplace for radiation hazards, organisations 
should check the following: 

 Appropriate radiation warning signs are posted at the entrances. 
 Emergency procedures and phone numbers are clearly posted. 
 Radioactive material and devices are secured to prevent unauthorised 

access. 
 Appropriate personnel are supplied with a radiation dosimeter. 

Thermal 

The exposure of workers to extreme heat or cold can result in serious 
illnesses and injuries, and even death. Exposure to extreme heat can 
occur when working with cookers, ovens, welding operations, boilers, 
and heaters. Cold exposure can occur in cold storage areas associated 
with the freezing of food products, meat-processing plants, low-
temperature exterior climates, and extreme environments such as polar 
regions. When assessing a workplace for thermal hazards, organisations 
should check the following: 

 If air circulation is suffcient to allow evaporation of sweat 
 If fans are needed to keep workers cool 
 If work is carried out in direct sunlight 
 If there are heat-producing processes or equipment in the workplace 
 If work is scheduled to avoid the hottest part of the day 
 In case of cold climate, where possible, if work is undertaken in the 

warmest part of the day 
 If workers have access to cool/hot potable drinking water 

Psychosocial 

Psychosocial hazards include stress, fatigue, bullying, violence, aggression, 
harassment, and burnout, which can be harmful to the health of work-
ers and compromise their well-being. Both short- and long-term exposure 
to psychosocial hazards at work can have a negative impact on the men-
tal health and safety of workers. Exposure to psychosocial hazards has 
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been linked to long-term physical and mental health issues. When assess-
ing a workplace for psychosocial hazards, organisations should check the 
following: 

 Any department, unit, role, or position showing higher levels of sick 
leave compared to others 

 Trends or common themes in complaints or workplace grievances 
 Industrial relations records or disputes that link to job stress or dissatis-

faction in the workplace 
 Understaffed work areas 
 People showing signs of stress (e.g. verbal abuse, openly criticising oth-

ers or the organisation, general frustration with the work environment, 
incivility) 

 Any related and unresolved issues in minutes of meetings (e.g. work-
load or change in work roles) 

 Evidence of a lack of knowledge and compliance with the organisa-
tion’s policies and procedures related to psychological health (e.g. 
harassment, bullying, or discrimination) 

Fire 

Fire hazards can arise in a variety of environments or while undertaking certain 
activities. The risk of fre is more likely in situations where fammable chemicals 
or combustible materials are being used, but even in offces and other lower-risk 
environments, the risk of fre is always present. The main causes of fre in the 
workplace are electricity, waste material, smoking, cooking, heating appliances, 
and combustible materials. Organisations should identify fre hazards, develop 
and maintain effcient fre safety procedures, maintain appropriate fre safety 
equipment, and train workers about fre safety. When assessing a workplace for 
fre hazards, organisations should also check for the following: 

 Fire alarms are tested and maintained on a regular basis. 
 Suitable frefghting equipment is provided throughout the workplace. 
 Regular checks are undertaken to ensure that fre safety equipment is 

not missing or damaged. 
 Fire safety equipment is accessible and within the required distance 

from high-risk activities. 
 Flammable solids, liquids, and gases are isolated from sources of igni-

tion such as open fames, heated surfaces, or unprotected electrical 
wiring. 
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 Fuel storage facilities are in a clearly marked location, well separated 
from areas where personnel are working. 

 Exit doors can be readily opened from the inside during working hours. 
 ‘Fire action’ notices are clearly displayed throughout the workplace. 
 Safe assembly point(s) for employees, outside the building, are identifed. 
 Smoking is prohibited in all but designated areas. 

Remote and Isolated Work 

Remote and isolated work refers to working activities undertaken during or 
outside normal working hours at a location away from an offce environment 
where few people are involved and communication and travel are diffcult. 
The number of people working in isolation, or remotely away from their 
offce at a site, home, or in a vehicle, is increasing. The hazards involved in 
remote and isolated work occur because the worker is away from the assis-
tance of other persons. Examples of remote and isolated work include: 

 Working alone at night in a laboratory 
 Working at home or outside normal working hours 
 Working separately from others in another location 
 Travelling long distances as part of work, such as freight transport 

drivers 
 Working on weekends or public holidays 

Organisations should ensure that a safe and healthy system of work is in 
place to manage hazards associated with remote and isolated work. When 
assessing the hazards of remote and isolated work, organisations should 
check: 

 That the remote or isolated work is necessary 
 That workers who are working remotely or in isolation are identifed 
 That the duration of tasks, location, proximity to medical treatment 

facilities and emergency responders have been considered for remote 
and isolated work 

 That suitable controls are determined on a case-by-case basis for 
remote and isolated work (e.g. a list of tasks that are considered too 
risky for working in isolation) 

 That adequate forms of communication are available and emergency 
communication systems are working properly 
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 That support systems including alarms, frst aid kits, and other emer-
gency procedures are in place 

 Whether the remote or isolated worker has any pre-existing medical 
conditions that may increase the risk of potential hazards 

 That adequate training and information are provided to remote and 
isolated workers 

When assessing work-related hazards, organisations should review available 
health and safety information from authoritative sources including safety 
alerts, industry codes of practice, national and international standards, tech-
nical reports prepared by experts, and safety data sheets. It is very impor-
tant to recognise that hazard identifcation is an ongoing process. Not all 
possible hazards can be spotted in the initial hazard identifcation. It is also 
possible that new equipment, processes, and changes introduce new haz-
ards. Thus, different locations and workplaces should be regularly inspected 
for new hazards. 

Steps to Complete 

1. Determine a process for hazard identifcation. It can include techniques 
and methodologies to identify hazards by considering: 

a. routine and non-routine activities 
b. human factors 
c. new or changed hazards 
d. potential emergency situations 
e. affected people 
f. changes to knowledge and information 
g. psychological hazards 

2. Establish a hazard identifcation team by including both managerial and 
non-managerial workers with multi-disciplinary expertise 

3. Conduct a hazard identification process and establish lists of 
potential hazards specific to each location, procedure, activity, and 
equipment 

4. Review previous incidents and risk assessments 
5. Review regulatory requirements 
6. Record and communicate identifed hazards to relevant interested 

parties 
7. Regularly review the effectiveness of hazard identifcation processes 
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Auditors Will Check That 

 Processes have been defned for hazard identifcation and their 
effectiveness. 

 Factors such as routine and non-routine activities, human factors, new 
or changed hazards, potential emergency situations, affected people, 
changes to knowledge and information, and psychological hazards have 
been considered in hazard identifcation procedures. 

 Previous incidents and legal requirements have been considered in haz-
ard identifcation procedures. 

 Relevant interested parties are aware of potential hazards in their work 
area. 

Records 

 Hazard identifcation process (non-mandatory), including: 

* authorities and responsibilities 
* hazard identifcation methodology 
* hazard identifcation committee 
* hazard identifcation criteria 
* locations, procedures, and activities to be reviewed 
* frequency of hazard identifcation processes 

 List of potential hazards (non-mandatory), including: 

* location 
* possible hazard 
* type of hazard 
* identifcation tool (e.g. inspections, internal audits) 
* affected people (e.g. workers, contractors, visitors) 
* control measures 
* responsibility 
* target date 

6.1.2.2 Assessment of OHS Risks 

Risk is the effect of uncertainty, which can infuence the organisation in a 
positive or negative way. Organisations should establish, implement, and 
maintain processes to assess OHS and other risks. In terms of hazard man-
agement, a risk is a chance (great or small) that someone will be harmed by 
a hazard. After identifying potential hazards, organisations should assess the 
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likelihood of occurrence and the severity of injury or ill health that can be 
caused by hazards to determine which hazards carry the most risk. 

Organisations should also consider other risks that could come from the 
internal and external issues identifed in clause 4, from changes in the legal 
requirements or the needs of interested parties. Thus, organisations should 
establish, implement, and maintain a process to: 

a. assess OHS risks from the identifed hazards while taking into account 
the effectiveness of existing controls 

b. determine and assess other risks related to the establishment, imple-
mentation, operation, and maintenance of the OHSMS 

Risk assessment is a process of evaluating the risks arising from hazards, 
taking into account the adequacy of any existing controls, and deciding 
whether the level of risk is acceptable. An acceptable risk is a risk that has 
been reduced to a level that the organisation is willing to assume with 
respect to its legal obligation, OHS policy, and objectives. 

An organisation’s methodology for risk assessment should be established 
by considering the scope and nature of the business to ensure that the pro-
cess is proactive. A common four-step risk assessment methodology based 
on a fve-by-fve matrix is demonstrated in Figure 6.1: 

Step 1 • Determine the exposure 

Step 2 • Determine the likelihood 

Step 3 • Determine the risk priority 

Step 4 • Determine the control 

Figure 6.1 Four-step risk assessment methodology (ISO 31010:2020). 

Step 1: Determine the Exposure 

The frst step is to determine the severity and consequences of the identi-
fed hazard. If rating scales are being used, it is highly important that the 
descriptive scales of likelihood and severity are clearly defned to ensure 
that different individuals interpret them consistently. Risk assessments to 
evaluate the harm from exposure to chemical, biological, and physical agents 
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Table 6.1 Five-Level Severity Scale 

A. SEVERITY 

Descriptor Defnition 

5 Fatality or permanent disability; very serious fnancial loss of more than 
$100,000 

4 Serious injury or long-term illness—more than 31 calendar days’ absence 
from work; serious fnancial loss of more than $10,000 and less than 
$100,000 

3 Signifcant injury or illness—more than 7 days & less than 31 calendar 
days’ absence from work; signifcant fnancial loss of more than $1,000 
and less than $10,000 

2 Moderate injury or illness—less than 7 calendar days’ absence from 
work; moderate fnancial loss of more than $100 and less than $1,000 

1 Minor injury or illness—frst aid needed; no time lost; minor fnancial 
loss of less than $100 

may require measurement of exposure concentrations using appropriate 
instruments and sampling methods. These concentrations are compared to 
applicable occupational exposure limits or standards. Organisations should 
ensure that the risk assessment considers both the short-term and long-term 
consequences of exposure and the cumulative effects of multiple agents and 
exposures. 

When risk assessment uses sampling to cover different locations or situ-
ations, proper care should be taken to ensure that the samples used ade-
quately represent all the situations and locations being assessed. An example 
of a severity scale is shown in Table 6.1. 

Step 2: Determine the Likelihood 

The second step is to determine the probability of an occurrence of 
the hazard. Hazards that could cause harm to a large number of people 
should be given careful consideration even when they are less likely to 
occur. Risks to sensitive populations (e.g. pregnant workers) and vulner-
able groups (e.g. inexperienced workers) as well as any particular suscep-
tibilities of the individuals involved in performing particular tasks (e.g. the 
ability of an individual who is colour-blind to read instructions) should 
also be carefully considered. An example of a likelihood scale is shown 
in Table 6.2. 
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Table 6.2 Five-Level Likelihood Scale 

B. LIKELIHOOD 

Descriptor Defnition Probability 

5 Almost certain; expected in most circumstances 91–100% 

4 Very likely; will probably occur in most circumstances 61–90% 

3 Likely; might occur at some time 41–60% 

2 Unlikely; could occur at some time 10–40% 

1 Very unlikely; may occur only in exceptional circumstances 0–10% 

Step 3: Determine the Risk Priority 

Priority is the combination of exposure and likelihood. Prioritising hazards 
is one way to help determine which risk is the most serious and needs to be 
controlled frst. There are several ways to determine the level of risk (refer to 
ISO 31010:2019). An example of a common fve-by-fve risk priority matrix is 
demonstrated in Table 6.3. 

Step 4: Determine the Control 

Once organisations have established the priorities, they can decide on ways 
to control each specifc hazard. Risk control methods are often grouped into 
the following categories: 

 Avoidance: change the plan to eliminate the threat. Refuse to accept the 
risk (e.g. get rid of a dangerous machine) 

 Reduction: reduce the likelihood or consequences of the risk (e.g. 
replace the machine with a safer version) 

 Retention: accept the risk and exposure with no further action to man-
age—often for low risks (e.g. a smoke detector alarm which has a 
0.0001% margin of error) 

 Transfer: shift responsibility and consequences to another party, though 
the risk still exists (e.g. public and product liability insurance) 

If the organisation has determined to do something about a risk, then they 
need to plan their actions by defning what actions are required, who is 
responsible for this risk, the target completion date, required resources, and 
the frequency of the process to be reviewed. 
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Table 6.3 Five-by-Five Risk Priority Matrix 

C. RISK PRIORITY 

A. SEVERITY 

5 4 3 2 1 

B. Likelihood 

5 25 20 15 10 5 

4 20 16 12 8 4 

3 15 12 9 6 3 

2 10 8 6 4 2 

1 5 4 3 2 1 

Risk Risk Rating 

15–25 High priority for risk elimination, or control without delay. 

Do not proceed. Requires immediate attention. Introduce further high-level 
controls to lower the risk level. Reassess before proceeding. 

5–14 Medium priority for risk elimination, or control as soon as possible. 

Review before commencing work. Introduce new controls and/or maintain 
high-level controls to lower the risk level. Monitor frequently to ensure 
control measures are working. 

1–4 Low priority for risk elimination, or control after higher risks have been 
addressed. 

Record and monitor. Proceed with work. Review regularly if any equipment/ 
people/materials/work processes or procedures change. 

If the risk cannot be eliminated, organisations should have a plan to deal 
with the situations that may arise because of the risk, including defning 
what emergency plans are required, identifying training needed for workers 
to be able to deal with the potential emergency, identifying the resources 
required, and designating responsibility for communicating on and manag-
ing the potential emergency. 

When determining controls for potential hazards and risks, it is essential 
to consider the following hierarchy of controls (which will be discussed fur-
ther in Chapter 8): 

 Highest level: eliminate a hazard 
 Fourth level: substitute less hazardous processes 
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 Third level: engage engineering controls 
 Second level: use administrative controls and training 
 Lowest level: employ the use of personal protective equipment (PPE) 

Steps to Complete 

1. Determine a process for risk assessment including methodology and 
criteria for the evaluation of risks with respect to their: 

a. scope 
b. nature 
c. timing, to ensure proactive measures 

2. Establish competent risk assessment teams by including both manage-
rial and non-managerial workers with multi-disciplinary expertise. 

3. Identify potential risks arising from hazards, and other risks relevant to 
the OHSMS. 

4. Determine the level of exposure. 
5. Determine the likelihood of occurrence. 
6. Determine the risk priority. 
7. Determine the control measures needed to be applied. 
8. Identify required resources. 
9. Allocate the responsible person/department to the risk. 

10. Plan and implement control measures. 
11. Verify, validate risk assessment processes. 
12. Document and communicate risk assessment processes. 
13. Regularly review the effectiveness of risk assessment processes. 

Auditors Will Check That 

 Processes that have been defned for risk assessment and their 
effectiveness. 

 Risk assessment teams are competent. 
 Risk assessment methodology is consistent throughout the organisation 

to avoid confusion and has been properly understood by the relevant 
interested parties. 

 The hierarchy of controls has been considered when determining the 
control measures. 

 The organisation has considered risks other than OHS specifc risks 
(e.g. not enough support from top management, lack of motivation, not 
enough resources, too complicated OHSMS). 
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Records 

 Risk assessment process (mandatory) 

* risk assessment methodology 
* risk assessment criteria 
* risk assessment committee 

 Risk and opportunity assessment records (mandatory) 

* risk and opportunity type (e.g. OHS hazards, legal requirement, 
external issues, interested parties) 

* risk description 
* risk severity 
* risk probability 
* risk rating 
* responsible person 
* treatment type 
* actions proposed 
* resources required 
* proposed completion date 
* proposed review date 
* actual actions taken to address the risk 
* review of the effectiveness of actions taken 

6.1.2.3 Assessment of OHS Opportunities 

As previously discussed, risks can have positive or negative consequences 
which can expose the organisation to an opportunity, a threat, or both (ISO 
31001:2018). Therefore, in addition to the negative impacts of risks, the stan-
dard requires identifcation and assessment of the OHS and other opportuni-
ties to improve the health and safety performance of the organisation. When 
determining opportunities, organisations may consider potential benefts and 
resources required as criteria to prioritise opportunities. Examples of OHS 
opportunities include: 

 Conducting regular OHS committee meetings 
 Performing job hazard analysis 
 Using a work permit system for hazardous activities 
 Finding ways to reduce work monotony 
 Conducting an ergonomic assessment of workplaces 
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 Using new technologies to improve health and safety in the workplace 
 Improving the health and safety culture of the organisation by provid-

ing training to relevant individuals 

Steps to Complete 

1. Determine a process to identify opportunities that can enhance the 
organisations’ performance. 

2. Establish methodology and criteria to effectively identify and prioritise 
opportunities. 

3. Appoint a competent team. 
4. Conduct an opportunity assessment to identify processes for improve-

ment such as: 

a. conducting frequent risk and hazard assessment meetings 
b. providing training on root cause analysis 
c. regular reviewing of the effectiveness of existing controls 
d. receiving suggestions from non-managerial workers 
e. providing counselling and support to workers 
f. encouraging the reporting of potential hazards and near misses 

5. Allocate resources and implement identifed opportunities. 
6. Document and communicate opportunity assessment results. 

Auditors Will Check That 

 OHS opportunities and other opportunities are being assessed. 
 Identifed opportunities are addressed properly. 
 Non-managerial workers are involved in the opportunity assessment 

processes. 

Records 

 Process for assessment of OHS opportunities and other opportunities 
for the OHSMS (mandatory) 

 OHS opportunity assessment records (mandatory), including: 

* identifcation of opportunities to adapt the work environment to 
workers, eliminate hazards, and reduce OHS risks 

* plan of action to address identifed opportunities 
* list of responsibilities 
* list of required resources 
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* record of actions taken to address the opportunity 
* review of effectiveness of actions taken 

6.1.3 Determination of Legal Requirements 

Obligations arising from mandatory and voluntary commitments are risks 
and opportunities to the organisation and should be managed properly. 
The standard requires organisations to establish, implement, and maintain a 
process for identifying, complying with, and reviewing the legal and other 
requirements applicable to the organisation. This is a key factor in the suc-
cess of the OHSMS. There are some mandatory requirements that the organ-
isation should comply with such as: 

 laws and regulations 
 permits, licences, or other forms of authorisation 
 orders, rules, or guidance issued by regulatory agencies 
 judgments of courts or administrative tribunals 
 treaties, conventions, and protocols 

But compliance obligation can also include requirements from other inter-
ested parties related to the OHS, which the organisation chooses to adopt, 
such as: 

 Agreements with community groups or non-governmental entities 
 Agreements with public authorities and customers 
 Organisational requirements 
 Voluntary principles or codes of practice 
 Voluntary labelling or health and safety commitments 
 Obligations arising under contractual arrangements with other 

organisations 
 Relevant organisational and industry standards 

Organisations should identify what requirements are applicable to them. 
Each country has its specifc laws and regulations. Thus, it is highly rec-
ommended that the organisation gets advice about the necessary legal 
requirements from legal or other specialised experts. However, ultimately 
organisations cannot outsource the responsibility to other parties. 

Organisations should defne a process to ensure that they have access 
to the latest version of the requirements. Organisations may fnd OHS 
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regulations on the website of the relevant government agencies. It is also 
recommended that organisations are registered to receive the govern-
mental agencies’ newsletters, to be informed about any changes in the 
requirements. 

So that organisations can determine what they need to do to comply 
with the requirements, it would be benefcial to allocate a person or depart-
ment responsible for ensuring that the requirements are reviewed regularly 
and progress is monitored. This person/department should be tasked with 
informing the management team of any changes to the requirements rel-
evant to their industry’s functions. 

It is highly important to defne a process for communicating the relevant 
requirements to all interested parties within and outside the organisation. 
Organisations should maintain and retain documented information on legal 
and other requirements to ensure that they are updated and continually 
reviewed. 

Steps to Complete 

1. Establish a team comprising competent individuals to actively identify 
applicable legal and other requirements. 

2. Determine a process to identify and comply with legal and other 
requirements. 

3. Determine how to maintain access to up-to-date legal and other 
requirements. 

4. Determine how these requirements apply to the organisation, how to 
comply, and what needs to be communicated internally and externally. 

5. Determine whether the organisation is compliant with the requirements. 
6. If not compliant, determine what needs to be done. 
7. Assign a competent person/department to manage the requirements. 
8. Document and communicate applicable legal and other requirements. 
9. Regularly review and update applicable requirements. 

Auditors Will Check That 

 There is an effective process in place to identify applicable legal and 
other requirements. 

 There is a process for the organisation to get access to the latest 
updates of the legal and other requirements. 

 The organisation can determine when, how, and to whom the legal and 
other requirements should be communicated. 
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Records 

 Process for determination of legal and other requirements (non-mandatory) 
 Legal and other obligations register (mandatory), documenting: 

* compliance obligation type (statutory, regulatory, standard, contrac-
tual, voluntary) 

* requirement title 
* latest version number 
* applicable section 
* consequences of non-compliance 
* hyperlink 
* compliance status 
* responsible person 
* review frequency 
* last review date 

6.1.4 Planning Action 

After identifying hazards, risks, opportunities, legal, and other require-
ments, organisations should have adequate measures to effectively control 
and respond to such situations in their early planning stages. The standard 
requires organisations to plan to address: 

 Hazards, risks, and opportunities 
 Legal and other requirements 
 Emergency situations 
 Integration of actions to OHSMS and other organisation processes 
 Effectiveness of actions taken 

Addressing hazards, risks, and opportunities can take the form of OHS control 
measures. While determining controls needed, organisations should consider 
the hierarchy of controls, which will be explained in Chapter 8 (clause 8.1.2). 

Planning to address legal and other requirements is highly interdepen-
dent on proper identifcation of the required level of compliance with appli-
cable laws and other obligations. When planning to address legal and other 
requirements, organisations should determine processes to: 

 Ensure access to the latest legal and other requirements. 
 Achieve and maintain compliance with the applicable legal and other 

requirements. 
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 Defne OHS objectives to accomplish required obligations. 
 Allocate responsibilities, resources, and a timeframe to achieve legal 

and other requirements. 
 Regularly monitor and measure compliance with legal and other 

obligations. 

Organisations should also defne plans to respond to emergency situations, 
as detailed in Chapter 8 (clause 8.2). Emergency situations are unexpected 
events that require an immediate response to minimise any adverse effects 
on the health and safety of workers and other relevant interested parties. 
Emergency situations can originate within or outside the organisation. 

Organisations should plan to identify potential emergency situations and 
be prepared to respond to such situations. An emergency response plan can 
include establishing emergency procedures, providing emergency response 
training to workers, assigning emergency response teams such as frst-aiders 
and fre wardens, supplying adequate emergency equipment and facilities, 
conducting regular emergency drills, and communicating with emergency 
services. 

Hazards, risks, opportunities, legal requirements, and emergency situa-
tions planned for in this clause are linked to other processes of the organisa-
tion. For instance, the determination of applicable legal requirements will be 
effective when completed by a competent team of experts and needs to be 
integrated with the competency and training functions of the organisation. 
Another example is that hazards, risks, and opportunities will be effectively 
managed only if they are properly communicated with workers at all levels, 
and this needs to be integrated with procedures for the consultation and 
participation of workers. Therefore, when planning actions for these situa-
tions, organisations should integrate them with other business processes and 
regularly review their effectiveness. 

Steps to Complete 

1. To address hazards, risks, and opportunities: 

a. identify hazards, risks, and opportunities 
b. defne controls needed to manage hazards, risks, and opportunities 

by considering the hierarchy of controls in planning 
c. defne responsible persons to manage and communicate hazards, 

risks, opportunities, legal and other requirements, and emergency 
situations 
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d. defne resources required 
e. defne required completion date 
f. defne a process to measure and monitor the effectiveness of plans 

and controls 
g. defne review frequency 

2. To address legal and other requirements: 

a. identify legal and other requirements 
b. determine actions required to comply with the legal and other 

requirements 
c. defne responsible persons to manage and communicate legal and 

other requirements 
d. defne resources required 
e. defne required completion date 
f. defne a process to measure and monitor the compliance of the 

organisation with its legal and other requirements 
g. defne review frequency 

3. To address emergency situations: 

a. identify potential emergency situations 
b. defne controls needed to manage emergency situations by consider-

ing the hierarchy of controls in planning 
c. prepare emergency procedures 
d. defne resources required 
e. defne proper emergency assembly points and exits 
f. provide emergency equipment and facilities 
g. provide emergency training to all personnel 
h. establish an emergency response team to manage and communicate 

emergency situations within and outside the organisation 
i. review the effectiveness of emergency plans by having drills to simu-

late various emergency situations 
j. communicate and provide relevant information to all workers, con-

tractors, visitors, government bodies, emergency response services, 
and, where appropriate, the local community 

4. Determine approaches to integrate planned actions with the OHSMS 
and other business processes. This can be discussed in management 
reviews, OHS committee meetings, toolbox talks, and other formal and 
informal meetings. 
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5. Regularly evaluate the effectiveness of the actions taken, which can be 
done through audits, inspections, and other OHS performance assess-
ment methods. 

Auditors Will Check That 

 The organisation has planned actions to address hazards, risks, oppor-
tunities, legal requirements, and emergency situations. 

 The organisation has a process to determine the controls required for 
these situations. 

 The organisation has defned how and by whom these controls should 
be applied. 

 The organisation has a plan to integrate its OHS processes into other 
business processes. 

 The organisation has a process to evaluate the effectiveness of these 
integrations. 

Records 

 List of potential hazards, risks, opportunities, legal, and other require-
ments, and emergency situations (mandatory), including: 

* control measures considering the hierarchy of controls 
* impact on other business processes 
* required resources 
* target date 
* monitoring methodology 
* monitoring frequency 

 Records of actual actions taken to apply controls (non-mandatory) 
 Records of reviews of the effectiveness of control measures 

(non-mandatory) 

6.2 OHS Objectives and Planning to Achieve Them 

Clause 6.2.1 (OHS objectives) of the standard requires organisations to 
establish objectives to maintain and continually improve the OHSMS per-
formance. The term ‘maintain’ has been used in this clause to emphasise 
that if a certain level of performance on an objective has been achieved and 
it has been decided that no further improvement is required at that stage, 
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organisations can set an objective to ‘maintain’ the newly achieved perfor-
mance level. However, as the standard follows a PDCA cycle, it is important 
to note that regardless of size, complexity, and maturity of the organisation, 
there are always areas for improvement. 

When defning the OHS objectives, organisations should consider the context 
of the organisation, its OHS policy, legal and other obligations, the results of 
consultation with and participation of workers, identifed hazards, risks, oppor-
tunities, emergency situations, and nonconformances, including feedback from 
interested parties related to the improvement of OHS performance. Defned 
objectives should be SMART. Typical examples of OHS objectives are to: 

 Achieve a 20% reduction in hand injury incidents while working with a 
specifc machine. 

 Introduce controls for the top two health hazards in a department. 
 Eliminate a hazardous substance from a process. 
 Increase the OHS training budget by 20%. 
 Reduce the noise level of the workshop by 20 dBA within a year. 
 Comply with a legal requirement within six months. 

Once OHS objectives have been defned, organisations should communicate 
these objectives to relevant interested parties to enhance the commitment to 
health and safety and make clear what the organisation is trying to achieve 
through its OHSMS. Constructive objectives can improve OHS performance, 
while poorly determined objectives may cause failure or waste resources. 
Thus, organisations should regularly measure the effectiveness of the objec-
tives and update them as appropriate. 

For objectives to be successfully accomplished, organisations need to 
clearly specify the methods and implementation processes required to 
achieve them. In clause 6.2.2 (Planning to achieve OHS objectives), the 
standard requires organisations to consider the following when planning to 
achieve their OHS objectives: 

 Processes, activities, and tasks needed to be done 
 Resources required (e.g. fnancial, human, infrastructure, equipment) 
 Responsible persons 
 Timeframe 
 Process to monitor the progress and evaluate the results to ensure that 

OHS objectives have been achieved—this can be an important input for 
MRMs 
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 Determine how the actions to achieve the objectives can be embedded 
in other business and OHSMS processes 

A helpful tool to monitor the achievement of OHS objectives is the use of key 
performance indicators (KPIs). KPIs are measurable representations of the 
progress towards an intended result. Organisations can allocate one or more 
performance indicators to each OHS objective. Examples of these KPIs are: 

 Number of OHS incidents and near misses within the last six months 
 Number of MRMs or toolbox talks conducted in the second quarter of 

the year 
 Amount of budget allocated to the OHS training last year 
 Number of conducted OHS audits versus number of planned OHS audits 

Organisations are required to maintain and retain documented information 
on their OHS objectives and plans to achieve them. 

Steps to Complete 

1. Conduct meetings to establish OHS objectives and plans to achieve 
them. Attendees can be top management, managerial and non-manage-
rial workers, and workers’ representatives. The agenda of such meetings 
may include: 

a. determining OHS objectives 
b. defning tasks to be completed to achieve objectives 
c. identifying resources required 
d. assigning responsible person/department 
e. defning target dates 
f. determining monitoring methodology and frequency 
g. assigning responsible person(s) to objectively review progress 

2. Communicate OHS objectives to interested parties including workers 
and contractors. 

3. Regularly monitor the progress of the OHS objectives, identify issues, 
and update objectives where appropriate. 

Auditors Will Check 

 The annual OHS objectives of the organisation 
 That these objectives are measurable 
 How the organisation will ensure the defned objectives are achievable 
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 That the organisation has established plans to achieve its OHS 
objectives 

 That adequate resources are allocated to achieve each objective 
 How the organisation monitors the progress of its OHS objectives 
 What the organisation’s processes are for determining new OHS 

objectives 
 How workers have participated in identifying and establishing OHS 

objectives 

Records 

 List of OHS objectives and plans to achieve them (mandatory), 
including: 

* objective description 
* required resources 
* responsibility 
* target date 
* monitoring methodology 
* monitoring frequency 
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7.1 - Resources 

7.2 - Competence 

7.3 - Awareness 

7.4 - Communication 

7.4.1 General 

7.4.2 Internal communication 

7.4.3 External communication 

7.5 - Documented information 

7.5.1 General 

7.5.2 Creating and updating 

7.5.3 Control of documented 
information 

Overview of Clause 7—Support (ISO 45001:2018). 

Having the right resources is a key factor in the successful implementa-
tion of the OHSMS. Resources can include fnance, human, infrastructure, 
equipment, machinery, new procedures, external consultancy, technology, 
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training, and awareness. The ISO 45001 standard provides guidance on how 
to identify resources, determine competence, raise awareness, and document 
required information. 

7.1 Resources 

Organisations should determine what resources are required to effectively 
establish, implement, maintain, and continually improve their OHSMS and 
then defne how these resources will be supplied. Identifying and allocating 
resources are an ongoing process since the OHS requirements may change 
over time. 

Resource allocation will be effective when the organisation has a clear 
understanding of what needs to be done. Thus, this clause is deeply inter-
linked with clause 6: planning of the OHSMS. To constructively identify 
required resources, organisations need to break down the tasks into smaller 
and deliverable components in their planning phase, which requires a com-
prehensive understanding of the targeted processes and procedures. This 
is one of many reasons that the standard emphasises the participation and 
consultation of workers at all levels. 

In addition, as mentioned in clause 5, senior management’s involve-
ment in identifying and allocating required resources by considering 
current and future needs is another vital element of the success of the 
OHSMS. 

Steps to Complete 

 Review required budgets, infrastructure, personnel, and IT to imple-
ment and maintain the OHSMS in management reviews, OHS commit-
tee meetings, and toolbox talks. 

Auditors Will Check That 

 An adequate budget has been allocated to implement an effective 
OHSMS 

 The organisation has determined other types of resources including 
competent personnel, infrastructure, and IT 

 Top management was involved in determining required resources 
 Non-managerial workers and workers reps were consulted before mak-

ing decisions about required resources. 
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Records 

 Evidence of evaluation and allocation of resources to the OHS opera-
tions that can be ascertained through MRM minutes, toolbox talks, and 
OHS committee meetings (non-mandatory). 

7.2 Competence 

Workers play a key role in establishing, implementing, maintaining, and 
continually improving an organisation’s OHSMS. Therefore, they should be 
competent to effectively perform their OHS responsibilities. The standard 
emphasises determining the competence of all workers operating under the 
organisation’s control to carry out their OHS responsibilities. 

Workers are considered competent if they have the required level of knowl-
edge, skill, and experience to complete their assigned tasks in a safe and healthy 
manner. To determine the competency of workers, organisations should: 

1. Defne the competencies required for the roles that can affect OHSMS 
and its performance. Required competencies can be education, qualif-
cations, and experience—operational or technical. It is crucial that all 
workers have the required ability to identify hazards and manage OHS 
risks associated with their work activities. Special consideration should 
be given when defning ideal competence for workers conducting 
hazard and risk assessments, audits, incident investigations, and tasks 
associated with signifcant hazards and risks. 

2. Ensure that workers at all levels have the necessary competence for 
their OHS responsibilities. 

3. Determine actions required for workers to acquire the necessary com-
petence, if they are deemed to not meet the required level of com-
petency. These actions can include training, refresher courses, hiring 
competent workers, or contracting of external expertise. 

Organisations should consider the following factors when determining the 
ideal competence levels of workers’ roles: 

 Education, qualifcations, and experience required to undertake the role 
effectively 

 The working environment 
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 The OHS policy 
 Legal and other requirements 
 Control measures from hazard and risks assessments 
 Participation and consultation of workers 
 Potential context or work changes 

Organisations should encourage workers to participate in ascertaining the 
competence needed for their roles. Training options may include gaining 
experience by working under the supervision of more experienced work-
ers, formal training including classroom sessions and instructions, or training 
provided by external consultants. 

Training is generally an expensive solution for the organisation. Thus, 
when competence is acquired through training, the organisation should 
defne a process to document, and monitor and evaluate its effectiveness 
to ensure that the conducted training is adding value to the organisation’s 
OHS performance. The effectiveness of training can be evaluated through 
exams, tests, on-the-job monitoring by more experienced workers, and so 
on. 

In addition to role-based training, organisations should also consider 
training that is relevant to all workers, such as hazard and risk identifcation 
training, use of frefghting equipment, emergency response training, and 
general health and safety instructions. 

When determining the required training, heads of departments, supervi-
sors, workers, and workers’ representatives should be consulted to ensure 
that the designated training accurately represents the knowledge and skills 
required to perform their assigned OHS tasks. 

Organisations should pay particular attention to the competency of work-
ers who undertake responsibilities for OHS legal requirements, such as frst-
aiders, fre wardens, and OHS representatives, where applicable. 

If supplying of workers is being managed by a contractor, the organisa-
tion should have adequate internal evaluation systems in place to verify the 
workers’ competency and suitability before and during the work and issue 
work permits to competent external workers (a sample work permit can be 
found in Appendix D). 

Competency is subject to the process and technology being used. 
Therefore, organisations should establish a process to regularly review the 
ideal competencies and reassess the competence level of their workers. 

Organisations should retain documented information as evidence of 
their actions to ensure the competency of their workers. This documented 
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information may include competence evaluation procedures, role-based ideal 
competencies, records of assessment of competence, training plans, records 
of training, and evaluation of the effectiveness of trainings. 

Steps to Complete 

1. Defne competence criteria for the roles that affect the OHS perfor-
mance of the organisation. Examples of ideal OHS competence are: 

* the capability to identify potential hazards and risks in the 
workplace 

* adequate training and experience in using forklifts in a safe manner 
* understanding of how to perform cutting/welding in a manner 

to ensure the safety and health of the worker and others in the 
workplace 

* a valid frst aid or fre warden certifcate 
* familiarity with the legal requirements relating to working at heights 

2. Evaluate workers’ competence levels against identifed criteria. 
3. Defne an appropriate plan to fll the identifed gaps between actual 

and ideal competence levels. This can be done either by providing 
required training to existing workers or by hiring competent personnel. 
A training plan should include refresher training and training for new 
technology, or changes in equipment and processes. 

4. Evaluate the effectiveness of the training provided through exams, tests, 
or on-the-job monitoring by more experienced workers. 

5. Maintain a list of competent workers to ensure that specifc OHS tasks 
are only carried out by competent workers. 

6. Regularly re-evaluate ideal competence and the competence levels of 
workers. 

7. Keep records of the previous steps. 

Auditors Will Check That 

 Ideal competence levels for the roles that can affect OHS performance 
have been determined. 

 Defnitions of ideal competencies are consistent with the nature of the 
roles related to the OHS performance. 

 Gaps between ideal and actual competence have been identifed. 
 A training plan/matrix is available. 
 Workers have been consulted about the training they require. 
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Records 

 Ideal competence (non-mandatory) 

* role and designation 
* competence type (education, experience, operational, technical) 
* description of competence 
* ideal level of competency 

 Competence evaluation (mandatory) 

* role and designation 
* competence type (education, experience, functional, operational, 

technical) 
* description of competence 
* ideal level of competency 
* current level of competence 
* training required 

 Competency matrix linked to employee’s job description (non-mandatory) 
 Training records (non-mandatory) 

* training topic 
* training type (classroom, online, on the job) 
* trainer 
* training date 
* trainee name 
* pre-training competence level 
* evaluation methodology 
* evaluator 
* post-training competence level 
* evaluation date 
* signatory 

7.3 Awareness 

To effectively contribute to the achievement of the OHS objectives, workers 
should be aware of the organisation’s health and safety procedures relevant 
to their tasks. Thus, the standard requires organisations to provide aware-
ness training to inform workers performing tasks under the organisation’s 
control about what they need to do to support the OHSMS. Organisations 
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should decide what information to disseminate, how, when and to whom. 
However, there are the following six main topics that ISO 45001 defnes as 
necessary to communicate to workers: 

1. OHS policy and objectives to ensure that workers are aware of the 
organisation’s goals for health and safety in the workplace. 

2. Identifcation of workers’ contribution to the OHSMS, to ensure that 
workers are aware of how improved OHS performance could beneft 
them in terms of reducing chances of injury and ill health. 

3. Potential consequences of not conforming to the OHSMS requirements, 
including injury and ill health that may be caused by deviation from 
OHS policies and procedures. 

4. Previous incidents and outcomes of investigations that are relevant to 
them and can affect how they do their job to prevent recurrence of 
similar hazardous situations. 

5. Hazards and risks associated with their roles and how their behaviour 
can affect these hazards and risks. 

6. Understanding that they can and should stop working if their health 
and safety is in imminent and serious danger and that they will be pro-
tected from undue consequences for doing so. 

These topics can be covered through induction training, specifc training, or 
toolbox talks. Awareness training can consist of short sessions supplemented 
with videos and demonstrations of the key elements of the OHS issues. 
Posters, newsletters, and bulletin boards are other methods of promoting 
health and safety awareness. 

When presenting these awareness topics, organisations should take into 
account the abilities, languages, skills, and literacy levels of the workers 
to ensure that they clearly understand what is being presented to them. 
Furthermore, contractors, sub-contractors, and agency staff, as well as visi-
tors, are also required to be made aware of all the potential OHS hazards 
and risks they may be exposed to in that workplace. 

Steps to Complete 

1. Include the following topics in the organisation’s induction programme: 

a. OHS policy and objectives 
b. benefts of OHSMS and workers’ OHS roles and responsibilities 
c. consequences of not conforming to the OHSMS requirements 
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d. maintenance of a hazard and OHS risk register relevant to their 
duties and work area 

e. a clear statement from the organisation confrming that workers will 
be protected from any consequences if they remove themselves from 
work situations that can present a serious and imminent danger to 
their health and safety 

2. Include the following in toolbox talks, OHS committee meetings, or 
other OHS meetings: 

a. any updates in OHS policy and objectives 
b. any updates in hazard and OHS risk register 
c. incidents and outcomes of investigations that are relevant to workers 

Auditors Will Check That 

 The organisation has a system for communicating OHS policy and 
objectives to workers, contractors, sub-contractors, visitors, suppliers, 
etc. 

 Workers are aware of the benefts of OHSMS and their responsibility to 
positively contribute to it. 

 Workers have received training on potential hazards and risks in their 
work area. 

 The organisation has a process to ensure workers are allowed to stop 
working if they determine that their work situation is not safe. 

 Workers are aware of the consequences of not conforming to the 
OHSMS requirements. 

Records 

 Minutes of health and safety meetings (e.g. OHS induction training, 
toolbox talks) with workers, with the following agenda items: 

* OHS policy and objectives 
* potential hazards and risks in the workplace 
* process for reporting hazards, risks, and incidents 
* importance of OHSMS and consequences of nonconformity 
* incidents, and outcomes of the investigations 
* emphasis from the organisation that it will support voluntary removal 

from work if the situation presents a serious and imminent danger to 
the worker’s health and safety 
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7.4 Communication 

Poor communication is one of the main causes of incidents, stress, frustration, 
and confusion in an organisation and often leads to workers not being motivated 
or inspired to collaborate. Failure to inform operational workers and on-site con-
tractors about a potential hazard can cause serious health and safety incidents. 

Most successful businesses already have well-established systems for 
communication internally and externally. However, the standard requires 
organisations to determine effective processes for internal and external com-
munications that are relevant to the OHSMS. When defning communication 
processes relevant to their OHSMS, organisations should consider: 

 What needs to be communicated 
 When it needs to be communicated 
 Who needs to see the communication 
 How it should be communicated 

Subjects that can trigger communication may include: 

 Communicating OHS policy and objectives to interested parties 
 Communicating results of OHS committee meetings 
 Reporting results of incident investigations to relevant interested parties 
 Communicating with regulatory bodies and authorities to access appli-

cable laws and responses regarding OHS legal compliance status 
 Informing relevant workers and contractors about hazards and risks in 

the working area 
 Communicating with management team and workers about OHS con-

cerns and OFIs 

Organisations also need to defne when particular communications relevant 
to the OHSMS should be carried out. The frequency and timing of the com-
munication can be affected by factors such as: 

 Changes in the OHS policy, objectives, and procedures 
 Changes in laws, regulation, and compliance status 
 New decisions from the management team relevant to the OHSMS 
 New hazards and risks identifed 
 New workers and contractors employed 
 New equipment and tools added to the workplace 
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When determining how to communicate, organisations should take into 
account aspects such as the language, culture, and literacy of their work-
force. Organisations should also consider the level of detail that needs to 
be communicated. Generally, middle to lower managers and technical staff 
require more detailed information, whereas higher management and lower-
level workers may need only a summary. 

Communication can be done verbally (e.g. briefng, meeting) or by formal 
memorandums, newsletters, posters and leafets, or via a suggestion box. 
Examples of common modes of communication are: 

 Printed reports of OHS performance for MRMs 
 Hazards and risk assessments displayed on noticeboards 
 Group meetings or briefngs on how to use a machine in the workshop 
 Emails sent to authorities and regulatory bodies asking for the latest 

version of legal requirements 
 Signs displayed on the organisation’s premises. 

The standard categorises communication into two areas of internal and 
external communication. Internally, organisations are required to establish 
a two-way communication process to enable workers at all levels and func-
tions to receive information relevant to the OHSMS and contribute to its 
continual improvement. Examples of internal communications include: 

 Top management distributing roles and responsibilities and receiving 
feedback to ensure that defned responsibilities are within the workers’ 
control 

 A system to report hazards, risks, opportunities, and suggestions 
 OHS policy being disseminated throughout the organisation 
 Workers contributing to defning OHS objectives and being advised of 

the actions required to achieve them 
 Notice of changes to OHS procedures and policies 
 Incident investigations and their results 

Organisations should take particular care when dealing with communica-
tions from external parties including enforcement authorities and contractors. 
Externally, organisations are required to establish a process to communi-
cate information relevant to their OHSMS and as required by its compliance 
obligations. Organisations should identify the necessary external com-
munications that are required for the effective operation of their OHSMS. 
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Organisations should also defne the level of OHS communication needed 
with their external parties to meet their specifc requirements. The mode of 
communication with external parties largely depends on the level of obliga-
tion that the organisation is required to comply with and the risks they may 
face. Examples of external communication include: 

 Publishing OHS policy on the organisation’s website 
 Submitting results of audits or incident investigations to authorities 
 Requesting latest versions of OHS acts and codes of practice from regu-

latory bodies 
 Informing authorities about an emergency situation 
 Providing information about OHS processes, emergency evacuation 

arrangements, and OHS protocols to visitors and contractors at the worksite 

Organisations should maintain and retain documented information as evi-
dence of their communications. 

A sample OHS-related communication procedure can be found in Appendix E. 

Steps to Complete 

1. Determine a process for internal and external communication, by 
establishing: 

a. what to communicate 
b. when to communicate 
c. to whom to communicate 
d. how to communicate 

2. Defne the roles and responsibilities of the people implementing this 
process. 

3. Review the effectiveness of internal and external communications by 
top management. 

Auditor Will Check That 

 The organisation has established a communication process. 
 The organisation communicates essential health and safety information 

to its interested parties. 
 The organisation has a system for receiving and responding to com-

munications with an external origin such as regulatory bodies and 
contractors. 
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Records 

 Internal and external communication procedures (non-mandatory): 

* authorities and responsibilities 
* communication methodology 

� what will be communicated 
� when to communicate 
� to whom to communicate 
� how to communicate 

 Evidence of internal and external communications relevant to health 
and safety (mandatory). Examples of this communication may 
include: 

* communication from top management to managerial and non-managerial 
workers 

* communication from managerial and non-managerial workers to top 
management 

* communication with regulatory bodies 
* communication with contractors, sub-contractors, and suppliers 

7.5 Documented Information 

Documented information includes ‘documented procedures’ and ‘records’ 
that have been used in earlier versions of standards (OHSAS 18001 spoke of 
the need to “document and record”). ISO 45001 refers to ‘documented proce-
dures’ as documents that need to be ‘maintained’ and ‘records’ as documents 
that need to be ‘retained.’ 

Policies, objectives, standard operating procedures (SOPs), site-specifc 
safety plans (SSSPs), work instructions, regulatory requirements, and other 
documents providing OHS information that needs to be updated and kept 
current are examples of documents that need to be ‘maintained’ by the 
organisation. 

Meeting minutes, audit reports, lists of potential hazards, results of the 
calibration of measuring equipment, licences, and other documents that pro-
vide evidence and results of actions taken are examples of documents that 
need to be ‘retained’ by the organisation. 
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Having more documented information than required is a common mis-
take that many organisations make. Organisations should determine the 
level of documented information necessary to control their OHSMS and not 
beyond that. Organisations need to maintain and retain documented infor-
mation which is: 

 A mandatory requirement of ISO 45001 
 Required by the organisation to effectively manage their OHSMS 

Modes of documented information can include operational procedures, work 
instructions, reports, slides, fow charts, posters, signs, and emails. 

There are 20 mandatory documents for ISO 45001 as shown in Table 7.1. 

Table 7.1 ISO 45001:2018 Mandatory Documented Information (ISO 45001:2018) 

No. 
ISO 45001 

Clause Required Documented Information 

1 4.3 The scope of the OHSMS 

2 5.2 OHS policy 

3 5.3 Responsibilities and authorities for relevant roles within the 
OHSMS as assigned and communicated at all levels within the 
organisation 

4 6.1.1 The organisation’s OHS risks and opportunities that need to be 
addressed 

5 6.1.1 The organisation’s processes needed for actions to address risks 
and opportunities (clause 6.1), to the extent necessary to have 
confdence they are carried out as planned 

6 6.1.2.2 The methodology(ies) and criteria used for the assessment of OHS 
risks and other risks to the OHSMS 

7 6.1.3 The organisation’s legal requirements and other requirements (to 
be kept updated to refect any changes) 

8 6.2.2 OHS objectives and plans to achieve them 

9 7.2 Appropriate documented information as evidence of competence 
of personnel 

10 7.4.1 Appropriate documented information as evidence of organisation’s 
communications related to OHS management 
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Table 7.1 (Continued) ISO 45001:2018 Mandatory Documented Information (ISO 
45001:2018) 

No. 
ISO 45001 

Clause Required Documented Information 

11 8.1.1 Documented information (to the extent necessary) to have 
confdence that the processes have been carried out as 
planned 

12 8.2 Documented information on the process(es) and on the plans for 
responding to potential emergency situations 

13 9.1.1 Documented information as the evidence of the results of 
monitoring, measurement, analysis, and evaluation 

14 9.1.1 Documented information on the maintenance, calibration, or 
verifcation of measuring equipment 

15 9.1.2 Documented information of the compliance evaluation result(s) 

16 9.2.2 Documented information as evidence of the implementation of 
the audit programme and the audit results 

17 9.3 Documented information as evidence of the results of 
management reviews 

18 10.2 Documented information as evidence of the nature of the 
incidents or nonconformities and any subsequent actions taken 

19 10.2 Documented information as evidence of the results of any action 
and corrective action, including their effectiveness 

20 10.3 Documented information as evidence of continual improvement 

Depending on organisational factors such as size, complexity, legal 
requirements, and competency requirements, organisations may consider 
maintaining and retaining other documented information to control their 
OHSMS performance. For instance, if a procedure causes misunderstand-
ing and misinterpretation for existing and new workers (or other interested 
parties) leading to incorrect OHS practices, incidents, and nonconformi-
ties, organisations may consider creating documented information for that 
procedure. 

The following is a list of potential documented information that organisa-
tions may consider necessary for their OHSMS: 
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Table 7.2 ISO 45001:2018 Potential Documented Information (ISO 45001:2018) 

No. 
ISO 45001 

Clause Potential Documented Information 

1 4.1 List of external and internal issues 

2 4.2 List of interested parties and their needs and expectations 

3 4.4 OHSMS manual 

4 5.3 Organisational structure 

5 5.4 Procedure for consultation and participation of workers 

6 6.1 Procedure for planning OHSMS 

7 6.1.3 & 9.1.2 Procedure for determination and compliance evaluation of legal 
requirements 

8 7.2 & 7.3 Procedure for competence evaluation and training 

9 7.4 Procedure for internal and external communication 

10 7.5 Procedure for management of documented information 

11 8.1 Procedure for operational planning and control 

12 8.1.2 Procedure for elimination of hazards and reducing OHS risks 

13 8.1.3 Procedure for management of change 

14 8.1.4 Procedure for control of procurement of products and services 

15 8.2 Procedure for handling of emergency situations 

16 9.1 Procedure for monitoring, measurement, analysis, and evaluation 
of OHS performance 

17 9.1.1 Procedure for maintenance and calibration of measuring equipment 

18 9.2 Procedure for internal OHSMS audit 

19 9.3 Procedure for management review 

20 10.2 Procedure for incident investigation 

21 10.2 Procedure for nonconformity handling and corrective action 

Organisations should have appropriate document control processes to 
ensure that their documented information can be easily identifed when 
it is being created or updated. Adequate referencing conventions such as 
title, date, reference number, and author should be used. Documented 
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information should be in an appropriate format (e.g. language, software ver-
sion, graphics) and medium (e.g. paper, electronic). Documented information 
should be approved before being disseminated throughout the organisation 
and regularly reviewed for suitability and adequacy to prevent the circulation 
of outdated information. 

The standard requires organisations to establish a robust document con-
trol process to defne and implement controls needed to approve, distrib-
ute, protect, review, revise, identify changes, retain, dispose of, and provide 
access to documented information of internal and external origin. 

Workers may fnd it diffcult to access certain types of documents if docu-
ments are kept a distance from their working area or are password pro-
tected. Organisations should ensure that documented information relevant to 
their OHSMS is suitable to use and easily available to interested parties at the 
point of use. 

Organisations should determine access control and protection of the docu-
mented information to prevent unauthorised access and reproduction of con-
fdential information. ‘Access’ can imply permission to view the documented 
information only, or the permission to view and change the documented 
information. Documented information should also be protected from corrup-
tion and unintended alteration by physical security (e.g. server rooms, librar-
ies) and IT security (e.g. password, server, backup, encryption, ‘read only’). 

Organisations should determine mechanisms to control changes and updates 
to documented information such as revision number, date, and disposal of out-of-
date and obsolete documents to ensure that older versions have been withdrawn. 

Documents that need to be retained for a specifc time period should be 
preserved and stored properly. When considering the retention period for 
documented information, special consideration should be given to docu-
ments with regulatory requirements to ensure that the defned period meets 
the minimum essential period required. 

Documented information control processes should be communicated 
throughout the organisation to ensure that workers understand what types of 
information need to be controlled and how this control should be exercised. 

Organisations should follow the same mechanism of document control 
for documents of external origin. 

Steps to Complete 

1. Determine procedures for control of documented information including: 

a. authorities and responsibilities of document controllers to create, 
approve, access, revise, archive, and dispose of documents 
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b. required documented information to effectively manage OHSMS 
c. format (e.g. language, software version, graphics), media (e.g. paper, 

electronic), identifcation and description (e.g. a title, date, author, or 
reference number) 

d. document numbering and version numbering conventions 
e. methodology of storage, preservation, distribution, access, request for 

change, retention, and withdrawal and disposition of documents 
f. control of documents of external origin 

Auditors Will Check That the Organisation 

 Maintains and retains documented information as required by the ISO 
45001 

 Controls its documented information by appropriate means 
 Approves critical OHS documents before their distribution 
 Has a process for retaining and disposing of their documented 

information 
 Has a process for access, control, and protection of documented 

information 
 Ensures there is appropriate access to the health information of workers 
 Identifes and controls documents of external origin 

Records 

 Procedure for management of documented information 
(non-mandatory) 

 List of document controllers, their authorities, and responsibilities 
(non-mandatory) 

 List of required documented information to manage OHSMS 
(non-mandatory) 

 Document modifcation/change request form (non-mandatory) 
 Document issue/receipt note (non-mandatory) 
 Document withdrawal notice (non-mandatory) 
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8.1 - Operational planning and 
control 

8.1.1 General 

8.1.2 Eliminating hazards and
reducing OHS risks 

8.1.3 Management of change 

8.1.4 Procurement 

8.2 Emergency preparedness and 
response 

Overview of Clause 8—Operation (ISO 45001:2018). 

8.1 Operation Planning and Control 

8.1.1 General & 8.1.2 Eliminating Hazards 
and Reducing OHS Risks 

Once processes to meet the requirements of the OHSMS are determined, 
the standard requires organisations to plan for implementation and control 
of the processes. Whether it is eliminating hazards, managing risks, or 
complying with legal health and safety requirements, organisations need to 
apply some levels of control. Organisations are responsible for taking every 

DOI: 10.4324/9781003266532-8 83 

https://doi.org/10.4324/9781003266532-8


  

 

 

 

 
 
 

 

 

 

 

 

 

 

 

 

84  ISO 45001 Implementation 

precautionary action reasonably practicable, especially the ones outlined 
in legislation, to prevent injuries and ill health at their workplace. At multi-
employer workplaces, relevant parts of the OHSMS should be coordinated 
with other organisations. 

Typical processes that need to be controlled include consultation and par-
ticipation of workers, hazard and risk assessments, emergency preparedness 
and response, internal audits, management reviews, nonconformity, and inci-
dent investigations. Organisations should consider best practices and techno-
logical advancements when deciding on process controls. Examples of actions 
that organisations should take to control their OHS-related processes include: 

 Reviewing processes and established criteria to monitor their perfor-
mance to ensure that they cover all the legal and other requirements

 Defning criteria to control the performance of contractors and suppliers
 Regularly evaluating workers’ competency for their OHS responsibilities
 Regularly assessing the organisation’s compliance with legal and other

requirements
 Regularly reviewing internal audit processes and assessing their

effectiveness
 Taking proactive steps to assess OHS risks and regularly reviewing the

participation of workers to identify and prevent OHS hazards

Organisations should plan, implement, and control all relevant operational areas 
and activities by establishing operating criteria and control processes while con-
sidering ‘hierarchy of control’ measures for elimination of hazards and reduction 
of OHS risks. The hierarchy of control provides a structured approach by priori-
tising control actions to eliminate hazards and reduce or control OHS risks. 

The following points demonstrate the sequence of applying a hierarchy of 
controls shown in Figure 8.1. Each control is considered less effective than 
the previous one: 

1. Elimination: removing the hazard (e.g. eliminating a hazardous sub-
stance from the process)

2. Substitution: replacing the hazard with a less hazardous alternative (e.g.
using a safer machine)

3. Engineering controls/work reorganisation: isolating people from the
hazard (e.g. install extra guarding for a machine)

4. Administrative controls including training: changing the way people
work (e.g. conduct new operator training)

5. Personal protective equipment (PPE): protecting workers by providing
adequate PPE (e.g. utilising safety shoes and glasses)
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Elimination: Physically remove the hazard 

Substitution: Replace the hazard 

Engineering controls: Isolate people from the hazard 

Administrative controls: Change the way people work 

PPE: Protect the worker with Personal Protective Equipment 

Hierarchy of Controls 

Least 
effective 

Most 
effective 

  

 

 

 

 
 

 

 

 

 

 

 

 

 Figure 8.1 Health and safety hierarchy of controls (ISO 45001:2018). 

Other factors that organisations should take into account when applying the 
hierarchy of controls include: 

 Recognising the need for a combination of engineering and administra-
tive controls

 Establishing good practices in the control of the particular hazard under
consideration

 Adapting work to the individual (e.g. to take account of individual men-
tal and physical capabilities)

 Taking advantage of technical progress to improve controls
 Using measures that protect everyone (e.g. by selecting engineering

controls that protect everyone in the vicinity of a hazard in preference
to giving PPE to the machine operators only)

 Being aware of human behaviour and whether a particular control mea-
sure is acceptable and implementable

 Identifying typical basic types of human failure (e.g. lapses of memory
or attention, lack of understanding or error of judgement, and breach of
rules or procedures) and ways of preventing them

 Introducing planned maintenance of equipment (e.g. machinery
safeguards) 

 Recognising the possible need for emergency/contingency arrangements
where risk controls fail

 Acknowledging the potential lack of familiarity with the workplace and
existing controls of those not in the direct employment of the organisa-
tion (e.g. visitors and contractor personnel)

Hierarchy of Controls
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After determining the necessary controls, organisations should prioritise 
their action plans. Higher priority should be given to controls addressing 
signifcant hazards and risks. Organisations may also refer to legal require-
ments, standards, and codes of practice to identify the appropriate controls 
for specifc hazards. 

A sample operational control form can be found in Appendix F. 

Steps to Complete 

1. Review hazard identifcations, risk assessments, and other critical pro-
cesses; consider existing controls and decide whether there is a need 
for new controls or to improve existing controls. If new or improved 
controls are required, they should be determined by considering the 
hierarchy of controls (e.g. regular inspection of health and safety equip-
ment, use of secured fences and emergency stops for machinery, valid 
test and tag of electrical tools). 

2. Defne acceptable operating criteria for signifcant hazards in the work-
place including speed limits, number of incidents, noise limits, and 
quantity and type of fre extinguishers required. 

3. Regularly review compliance with legal and other requirements. 

Auditors Will Check That 

 Critical processes of the organisation have been identifed. 
 Adequate control measures have been determined for critical 

processes. 
 Adequate training on how to apply the hierarchy of controls has been 

given to workers who determine the control measures. 
 Hierarchy sequence has been considered when determining control 

measures. 

Records 

 Procedures for operational planning and control (non-mandatory): 

* methodology to identify critical processes, control measures, and 
acceptable criteria 

* authorities and responsibilities of relevant workers 
* process to implement controls in accordance with the criteria 
* process for maintaining and retaining documented information to the 

extent necessary to have confdence that the processes have been 
carried out as planned 
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 List of operational controls (non-mandatory) 

* critical operations 
* signifcant hazards 
* method of control 
* acceptable operating criteria 

 Records of the hierarchy of control training for relevant workers 
(non-mandatory) 

8.1.3 Management of Change 

To keep pace with the evolving business environment, organisations are 
likely to make changes in their structure, processes, products, people, and 
culture. Changes that can have a noticeable impact on the organisation’s 
OHSMS may include: 

 New products, services, and processes, or changes to existing products, 
services, and processes, including: 

* workplace locations and surroundings 
* work organisation 
* working conditions 
* equipment 
* workforce personnel 

 Changes to legal requirements and other requirements 
 Changes in knowledge or information about hazards and OHS risks 
 Developments in knowledge and technology 

Changes can bring risks and these risks should be managed properly to 
ensure the effciency of the OHSMS. The standard requires organisations 
to establish a process to effectively control and manage planned temporary 
and permanent changes that have an infuence on their OHS performance. 
Organisations should ensure that the new hazards and risks are all identi-
fed and control measures are evaluated before changes are implemented. 
Organisations should utilise suitable methods to manage changes, depend-
ing on the nature of the change. When determining processes to manage 
temporary and permanent changes, organisations should: 

1. Identify potential hazards, risks and opportunities associated with the 
change. 
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2. Evaluate existing and required control measures. 
3. Communicate the change, potential hazards, risks, opportunities, and 

control measures to all relevant parties. 
4. Implement the change and control measures. 
5. Regularly monitor and review the change. 

In the case of unintended changes (e.g. Covid-19 pandemic), organisations should 
review the consequences and take necessary actions to mitigate any adverse effects. 

Resistance to change from workers is a natural barrier in every organ-
isation because humans have an inherent resistance to moving out of their 
comfort zone. The level at which the workers feel involved in the develop-
ment of the change and understand their responsibilities in the change-
management process will have a signifcant impact on the implementation of 
the change. Top management should regularly reinforce the benefts of the 
change to workers to ensure they maintain focus and motivation for pro-
ceeding with the change. 

Steps to Complete 

1. Determine a process for change management by: 

a. considering the authorities and responsibilities for implementation, 
review, and approval of the change 

b. determining how to identify temporary and permanent changes that 
impact OHS performance, potential hazards and risks and control 
measures, and how to change the implementation plan 

Auditors Will Check That 

 Processes for change management have been determined. 
 The organisation has managed previous changes effectively. 
 Risk assessment was completed before implementation of recent changes. 
 Workers responsible for the implementation of change are competent. 

Records 

 List of recent changes in the organisation (non-mandatory), including: 

* nature of the change 
* justifcation for the change 
* impact on OHS performance and other processes 
* resultant benefts 
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* potential risks and hazards 
* required control measures 
* responsible workers 
* plans to implement the change 
* target date 
* actual actions taken 
* completion date 
* review of the effectiveness of the change 

8.1.4 Procurement 

8.1.4.1 General 

The health and safety–related failure of products and equipment is one of the 
factors that can infuence the OHS performance of an organisation. Adequate 
measures should be taken by organisations to ensure that products, services, 
equipment, and raw materials with harmful health and safety potential have 
not been used in their workplace. This can include a hazardous substance in 
a cleaning solvent or a lack of adequate fences and guards on a machine. 

This clause of the standard is about the procurement of goods and ser-
vices. Organisations should establish a process within their procurement 
system to ensure that supplied goods and services comply with the require-
ments of their OHSMS. An organisation’s procurement system should have 
processes for evaluating, selecting, and reviewing external suppliers against 
the organisation’s expectations relevant to health and safety in the work-
place. An effective procurement process should include controls that: 

 Identify and assess potential hazards, risks, and opportunities associ-
ated with goods and services. 

 Evaluate requirements for goods and services to ensure conformance to 
OHS objectives. 

 Communicate potential hazards and risks of the goods and services to 
relevant workers. 

 Evaluate delivered goods and services to ensure they function as 
intended before being released to workers. 

Steps to Complete 

1. Defne the health and safety specifcation of products and services 
needed to be procured. 
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2. Determine criteria for the selection of the product or service. 
3. Determine methodology for assessing and selecting the suppliers. 
4. Determine methodology for inspecting and testing incoming materials. 
5. Specify the health and safety specifcations of products and services to 

the suppliers. 

Auditors Will Check That 

 A process for procurement has been established. 
 Health and safety specifcations of incoming products and services are 

defned. 
 A responsible person(s) understands and is able to explain the method-

ology for OHS inspection and testing of inward goods and services. 
 The organisation has established a process to inform suppliers about 

the OHS requirements of the supplied goods and services (e.g. products 
OHS specifcations on the purchase order). 

Records 

 Approved suppliers register (non-mandatory) 
 Purchase orders with OHS specifcations of products or services 

(non-mandatory) 

8.1.4.2 Contractors 

Contractors can offer organisations specialised skills to upscale rapidly while 
reducing the number of their employees. Organisations use contractors for 
different types of services such as plumbing, demolition, cleaning, inspec-
tion, and maintenance. Contractors working together with the organisation 
have overlapping health and safety duties. The organisation and its contrac-
tors should consult, cooperate, and coordinate their activities to comply with 
all the OHS requirements of the organisation. 

The standard requires organisations to establish a process to manage 
and control their activities with their contractors to reduce OHS risks and 
potential hazards. While working for the organisation, either on the organ-
isation’s premises or off-site, performing hazardous tasks such as weld-
ing, working at height, working with hydraulic machines, or in confned 
spaces, contractors should comply with the OHS requirements determined 
by the organisation. 

Some of the contractors may not have a comprehensive OHSMS, but 
organisations should ensure that they do not compromise the health and 
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safety of the organisation or others in the workplace. Organisations should 
establish an effective process to determine: 

 The organisation’s activities and operations that impact on the contractors 
 The contractor’s activities and operations that impact on the 

organisation 
 The contractor’s activities and operations that impact on others in the 

workplace 

The contractor management process should provide a scheme for sharing 
health and safety data to report potential hazards and risks in the workplace 
to the contractors and receive the contractor’s input on hazards and risks 
that may alert the organisation to a potential OHS risk. This can be achieved 
through inductions, meetings, risk assessments, accident reports, and so 
on. It is also the organisation’s responsibility to ensure that their contractors 
comply with OHS regulatory requirements when conducting activities for the 
organisation. 

An effective contractor management process starts with defning contrac-
tor selection criteria relevant to the health and safety in the workplace before 
selecting contractors. These criteria should ensure that the contractor has the 
capacity to conduct activities in a safe and healthy manner and can comply with 
the OHSMS and regulatory requirements. Contractors should also be assessed to 
ensure that they are capable of identifying and reporting potential hazards and 
are willing to be regularly monitored and reviewed by the organisation. 

After selecting an appropriate contractor, the organisation should conduct 
an initial risks’ assessment to identify potential hazards, risks and opportuni-
ties associated with the activities of the contractor. Organisations should also 
defne control measures including required PPE and permissions to work, 
actions required in case of emergencies, training required, and frequency of 
inspecting and monitoring the contractor’s activities. 

Before the work begins, a pre-start meeting is a good way to communi-
cate all the OHS information necessary to the contractor and the organisa-
tion’s OHS policies, objectives, and its expectations of the contractor. The 
contractor’s risk assessments should also be regularly reviewed to ensure 
that they are in line with the organisation’s own identifed hazards, risks, 
and opportunities. It is also the organisation’s responsibility to ensure that 
the contractor’s workers are competent to carry out the tasks. 

A contractor’s OHS performance should be regularly monitored and eval-
uated to ensure compliance with the agreed requirements. Results of these 
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evaluations should be communicated to the contractors, and any nonconfor-
mity should be identifed and rectifed. 

Steps to Complete 

1. Conduct a risk assessment to identify potential risks, hazards, and legal 
requirements associated with the tasks being contracted. 

2. Determine a procedure for evaluation and selection of contractors by 
considering whether contractors: 

a. can perform tasks in a safe and healthy manner 
b. comply with legal OHS requirements 
c. comply with the organisation’s OHSMS requirements 
d. are capable of identifying and reporting potential hazards and 

incidents 
e. have competent workers, the correct equipment, and work permits 
f. are willing to be regularly monitored and reviewed by the 

organisation 

3. Specify the organisation’s OHS requirements in the contract. 
4. Communicate potential health and safety hazards and risks in the work-

place to the contractors and review their hazard and risk assessment in 
inductions or meetings. 

5. Assign responsible person(s) to oversee the contract and regularly moni-
tor the contractor’s OHS performance. 

Auditors Will Check That 

 The organisation has established a process to determine the risks and 
hazards of tasks before contracting them out. 

 The organisation has a pre-qualifcation process and has determined 
the OHS criteria to be evaluated. 

 OHS requirements have been specifed in the contracts. 
 The organisation communicates potential risks and hazards in the 

working area to the contractors. 
 The organisation ensures that the contractors are informed about any 

changes in hazard and risk registers. 
 Contractors communicate their OHS risks and hazards with the 

organisation. 
 The organisation has procedures to manage situations such as multiple 

contractors on site with overlapping OHS duties. 
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Records 

 Prequalifed contractors register (non-mandatory) 
 List of potential hazards and risks, probability, and control measures of 

a task before being contracted (non-mandatory) 
 Evidence of contractor evaluation in regard to OHS before awarding the 

contract (non-mandatory) 
 OHS requirements of the organisation specifed in the contractual 

agreement with the contractors (non-mandatory) 
 Evidence of communication of risks and hazards between the organisa-

tion and contractors (non-mandatory) 

8.1.4.3 Outsourcing 

Outsourcing refers to a strategy whereby an organisation shifts a part of or 
the whole task, operation, or process to an external workforce. The differ-
ence between outsourcing and purchasing is that in outsourcing the process 
is being managed by the external contractor on behalf of the requesting 
organisation while purchasing is supplying a product or service as per speci-
fcations previously defned. 

Organisations often use an outsourcing strategy when they want to reduce 
lead times, costs, save resources, mitigate risks, or when they do not have the 
expertise or capacity to undertake the process directly. Examples of outsourc-
ing activities can include fabrication, assembly, machining, design, project 
management, inspection, recruitment, etc. The standard requires organisa-
tions to take responsibility for compliance with their OHSMS, regulatory and 
other requirements for the products and services that are being outsourced. 

When engaging in outsourcing, organisations should establish a process 
for the selection of capable providers and evaluation of their performance to 
comply with the OHSMS and regulatory requirements. Organisations should 
also determine risks involved in outsourcing and have the means to react 
to potential problems caused by the external provider that may affect their 
OHSMS. Organisations should control outsourced products or services by: 

 Determining control methodologies required to comply with legal and 
other requirements 

 Communicating legal and other requirements to the provider 
 Ensuring OHS controls are being implemented by the provider 
 Ensuring that the supplied products and services are consistent with the 

intended outcomes of the OHSMS 
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Steps to Complete 

1. Conduct a risk assessment to identify potential risks, hazards, and legal 
requirements associated with the tasks being outsourced. 

2. Defne control measures for identifed risks, hazards, and legal 
requirements. 

3. Determine a procedure for evaluation and selection of providers by 
considering whether providers: 

a. comply with legal OHS requirements 
b. comply with the organisation’s OHSMS requirements 
c. have adequate control measures 
d. are willing to be regularly monitored and reviewed by the organisation 

4. Specify the organisation’s OHS requirements in the contract. 
5. Communicate potential health and safety hazards and risks. 
6. Assign responsible person(s) to oversee the contract and regularly moni-

tor the provider’s OHS performance. 

Auditors Will Check 

 That the organisation has determined potential risks, hazards, and legal 
requirements associated with the tasks being outsourced 

 The type and degree of control that is being applied to the outsourced 
functions 

 The criteria that are considered in the selection of the providers 
 That the organisation has a process to communicate its legal and other 

requirements to its providers 
 That the provider’s OHS performance is reviewed regularly by the 

organisation 

Records 

 Approved providers register (non-mandatory) 
 List of potential risks, hazards, legal requirements, and control measures 

for the tasks being outsourced (non-mandatory) 
 Provider’s pre-qualifcation in regard to the OHS requirements of the 

organisation (non-mandatory) 
 Communication of OHS requirements of the organisation with its pro-

viders (non-mandatory) 
 Regular OHS-related evaluation of providers (non-mandatory) 
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8.2 Emergency Preparedness and Response 

Emergency situations are unexpected events that require an immediate 
response to minimise adverse effects on the health and safety of relevant 
interested parties including workers, contractors, visitors, and the com-
munity. Emergency situations may originate within the organisation or 
may be an environmental condition that can affect the organisation’s 
OHSMS. Examples of emergency situations can include work-related 
accidents, earthquakes, foods, fres, explosions, gas leaks, sabotage, and 
vandalism. 

The standard requires organisations to establish, implement, and main-
tain processes to identify foreseeable emergencies applicable to their opera-
tions and defne effective plans to respond to these situations. Organisations 
should take the following steps to prevent, prepare, and respond to potential 
emergency situations: 

1. Establish plans that outline actions to respond to emergencies includ-
ing the provision of emergency frst aid, medical treatment, evacuation, 
frefghting. 

2. Provide training relevant to planned responses to workers at all lev-
els on their emergency situation responsibilities (i.e. frst-aiders, fre 
wardens). 

3. Communicate information on emergency situation response plans to 
all interested parties including workers, contractors, visitors, emergency 
response services, government authorities, and the local community, 
and consider their needs and capabilities in assisting and complying 
with emergency instructions. 

4. Periodically rehearse and exercise the planned response capability 
(e.g. fre drills, evacuation drills, falling from heights drills). 

5. Review the performance results of planned responses, and, as needed, 
revise established emergency plans and communicate them to all rel-
evant parties. 

6. Maintain documented information on emergency planning, communica-
tion, training, testing, and reviewing performance. 

Emergency response plans include written instructions and information to 
apply controls and measures that will prevent emergency situations in the 
early stages, and prepare and respond to emergency situations that could 
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not be prevented. Organisations can take the following steps to develop an 
effective emergency response plan: 

1. Identify potential emergency situations and their impacts on all inter-
ested parties. When determining potential emergency situations, it is 
important to consult with people with extensive knowledge of opera-
tions (e.g. OHS advisers, operation supervisors, machine operators) and 
use reliable sources such as previous accident/incident reports, material 
safety data sheets, and equipment manuals. 

2. Provide clear instructions detailing the actions to be taken during the 
emergency. 

3. Maintain a list of hazardous substances and their locations on the 
organisation’s premises to ensure that emergency response teams have 
access to this information in the event of an emergency. 

4. Assign emergency responsibilities to competent workers. 
5. Provide training to relevant interested parties. 
6. Provide resources required to control emergency situations (e.g. frst aid 

kits, fre extinguishers). 
7. Determine an internal and external communication plan during an 

emergency situation. 
8. Defne procedures to test and practice the emergency response 

plans. 
9. Develop processes to review results of previous emergency drills, 

revise plans when required, and communicate changes to interested 
parties. 

Other factors that need to be considered when developing emergency 
response plans include: 

 Site location 
 Number of workers 
 Shift patterns 
 Existing emergency response equipment (e.g. frst aid kit, fre extin-

guishers, sprinklers) 
 Number of emergency exit doors and assembly points 
 Position and distance to emergency exit routes, doors, and assembly 

points 
 Cleared areas for the access of emergency services 
 Guidance offered by emergency services 



  

 

 

 
 
 
 
 

 

 

 
 

 

 

 

 

 
 

 

 

Operation  97 

Steps to Complete 

1. Determine emergency response plans: 

a. identify all the potential emergency situations for both safety (e.g. 
fre) and health (e.g. epidemic of an infectious disease) 

b. defne emergency contacts 
c. establish emergency response teams 
d. defne preventive and emergency response instructions 
e. defne required emergency response equipment 
f. determine frequency of emergency drills and equipment testing 

2. Communicate emergency plans to relevant parties including workers, 
contractors, emergency response services, regulatory bodies, and the 
local community 

3. Provide emergency preparedness training and awareness to workers at 
all levels 

4. Periodically rehearse and test emergency plans 
5. Evaluate the effectiveness of emergency plans by analysing results from 

emergency drills and revising plans where required 

Auditors Will Check That 

 The organisation has determined an effective emergency preparedness 
and response plan for both safety (e.g. fre) and health (e.g. epidemic of 
an infectious disease). 

 The organisation has procedures to communicate the emergency pre-
paredness and response plan to the relevant interested parties including 
workers at all levels, contractors, and emergency services. 

 Responsibilities in emergency situations have been assigned to compe-
tent workers (frst-aiders, fre wardens, emergency coordinators). 

 Correct and adequate emergency response equipment is provided (fre 
extinguishers, frst aid kits, fre hose reels, building warrant of ftness, 
exit signs, assembly points). 

 The organisation conducts regular emergency drills. 
 The organisation evaluates its emergency performance and identifes OFIs. 

Records 

 Emergency response plan (mandatory): 

* emergency contact details (e.g. management, supervisors, safety off-
cers, frst-aiders, fre wardens, neighbouring businesses, contractors) 
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* emergency services contact details (e.g. fre department, police, 
ambulance, medical centre) 

* potential emergencies (e.g. fre, gas leak, frst aid, food, earthquake) 
* emergency response team 
* prevention instructions 
* emergency instructions 
* location of assembly points 
* location of emergency response equipment (e.g. fre extinguishers, 

fre hose reels, frst aid kits) 
* frequency of emergency drills 
* frequency of testing emergency equipment 

 Records of emergency drills and OFIs (non-mandatory) 
 Records of emergency equipment maintenance (non-mandatory) 
 Records of training for emergency awareness and response teams 

(non-mandatory) 
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9.1 - Monitoring, measurement, 
analysis, and performance

evaluation 

9.1.1 General 

9.1.2 Evaluation of compliance 

9.2 - Internal audit 

9.2.1 General 

9.2.2 Internal audit programme 

9.3 - Management review 

Overview of Clause 9—Performance evaluation (ISO 45001:2018). 

9.1 Monitoring, Measurement, Analysis, 
and Performance Evaluation 

To effectively identify opportunities for improvement, organisations should 
have a systematic approach to the collection of health and safety data from 
sources available to the organisation, and to assessing their OHS perfor-
mance. Performance measurement can provide information necessary to 
improve the OHSMS and assist organisations to determine whether OHS 
policies and risk control measures have been implemented. Organisations 
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should evaluate the effectiveness of their OHSMS by collecting data, moni-
toring, and measuring the following aspects: 

 The extent to which legal and other requirements are fulflled, and 
eliminate non-compliance if any 

 The extent to which OHSMS objectives have been achieved, and iden-
tify shortcomings 

 Characteristics of operational activities related to identifed hazards, 
risks, and opportunities 

 Effectiveness of operational and other controls 

Measuring OHS performance can be done through systematic audits, workplace 
inspections, sampling, reviewing documents and records, and benchmarking 
against best-in-class OHS practices. In order to ensure valid results for monitor-
ing, measurement, analysis, and performance evaluation, organisations should: 

 Select appropriate methods for collecting data (e.g. review inspection 
reports, interview workers, observation) 

 Defne parameters that need to be measured for both proactive moni-
toring (e.g. hazard identifcation, risk assessment) and reactive monitor-
ing (e.g. accident/incident investigation, number of lost-time injuries) 

 Assign competent workers to conduct the measurement 
 Defne the frequency of the measurement 
 Establish a process to analyse, evaluate, and communicate the results 

In addition to safety monitoring, organisations have a primary duty to sys-
tematically monitor worker health, as far as is reasonably practicable, and 
detect early signs of ill health or disease of workers exposed to certain 
health hazards. Health surveillance can help organisations to ensure control 
measures of health hazards are working effectively. Examples of working 
conditions that require regular health monitoring include: 

 Workers carry out ongoing work using hazardous substances. 
 Workers carry out asbestos removal work or who are at risk of expo-

sure to asbestos when carrying out the work. 
 Workers exposed to biological hazards such as urine or blood. 

An organisation’s health monitoring programme should take proactive 
measures to collect data and detect early signs of ill health and disease. 
Organisations should ensure that health monitoring is carried out by 



  

  

 
 
 

 
 
 

 
 

  

Performance Evaluation  101 

competent people with adequate knowledge, skills, and experience in health 
surveillance. Organisations should determine how the health monitoring 
reports will be evaluated and when to notify authorities or other organisa-
tions in the case of overlapping duties. 

9.1.1 Maintenance of Monitoring and Measuring Equipment 

Organisations use different instruments to measure and monitor their OHS 
performance. These measuring devices can include temperature gauges, 
weighing scales, decibel meters, smoke detectors, and voltmeters. To ensure 
that reliable data is collected, organisations should determine a process for 
maintenance and calibration of monitoring and measuring equipment. Each 
item of monitoring and measuring equipment should have a calibration sta-
tus tag clearly mentioning: 

 Equipment identifcation/asset number 
 Date of the last calibration 
 Due date of next calibration 

Re-calibration checks should be carried out as per schedule and any servic-
ing required should be reported. In case of calibration and servicing done 
by external providers, calibration certifcates and service records obtained 
from them should be maintained. 

If measuring equipment is found to be out of calibration during its usage, it 
should be moved to quarantine and any inspection and test conducted using 
this measuring equipment since the last calibration should be reassessed. Any 
out-of-calibration equipment is subject to re-calibration before using it again. 
For monitoring and measuring equipment, the manufacturer’s guidelines 
should be followed for handling, preservation, and storage of equipment. 

9.1.2 Evaluation of Compliance 

The standard also requires organisations to establish, implement, and main-
tain a process to regularly evaluate their compliance with legal and other 
requirements identifed in clause 6.1.3 and to defne any actions that need to 
be taken to eliminate non-compliance. Organisations should have a frequent 
and robust means (evaluations, tests, audits) of ensuring compliance status is 
maintained. The factors contributing to the failure of compliance with legal 
and other requirements should be identifed, analysed, resolved, and com-
municated to relevant interested parties. 
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An effective compliance evaluation programme should determine: 

 Evaluation method (compliance assessment audits, consulting with 
external experts) 

 Responsible person(s) to conduct the evaluation 
 Frequency of the evaluation depending on past compliance perfor-

mance and frequency at which legislation is revised 
 Gaps and actions required to achieve compliance 
 Resources and responsibilities needed to achieve and maintain the 

compliance 
 Current status of compliance obligations (e.g. register of legal obligations) 
 Level of integration needed with other evaluation processes such as 

internal audits 

Organisations should retain documented information as evidence of: 

 Results of monitoring, measurement, analysis, and performance evaluation 
 Maintenance and calibration of measuring equipment 
 Results of compliance evaluation 

Steps to Complete 

1. Establish an OHS monitoring plan: 

a. determine what needs to be monitored (e.g. achievement of an 
objective, legal obligation, identifcation of potential hazards in a 
new process) 

b. defne monitoring methods and criteria (e.g. number of incidents 
occurred, percentage of objectives achieved) 

c. determine the frequency of monitoring (e.g. weekly, quarterly, annually) 
d. determine a calibration system for measuring equipment to ensure 

results are reliable (e.g. list of OHS measuring devices, frequency of 
calibration, retaining calibration certifcates) 

e. assign responsibility for measurement, monitoring, evaluation, and 
reporting of results 

2. Collect data and analyse OHS performance 
3. Defne corrective actions 
4. Perform corrective actions 
5. Review the effectiveness of corrective actions taken 
6. Maintain and retain evidence as documented information 
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Auditors Will Check That 

 A process has been established to determine what needs to be moni-
tored, how, when, and by whom. 

 The organisation has procedures to evaluate its performance results. 
 The organisation has a method to carry out calibration of its measuring 

equipment. 
 The organisation evaluates conformance to legal and other obligations. 
 The organisation seeks external consultancy to ensure compliance with 

legal obligations. 
 The organisation keeps up to date regarding its legal obligations. 

Records 

 OHS monitoring plan (mandatory) (see Appendix G): 

* monitoring factor (e.g. achievement of an OHS objective) 
* monitoring methodology (e.g. assess the progress of the objective) 
* monitoring criteria (e.g. percentage completed) 
* monitoring frequency (e.g. quarterly) 
* responsible person to conduct the monitoring and communicate results 
* results of monitoring 
* corrective action 
* verifcation of corrective action 

 Calibration schedule of monitoring and measuring equipment 
(mandatory): 

* equipment type 
* unique identifcation number 
* location of use 
* frequency of checking calibration 
* method of checking 
* responsibility for checking 
* acceptance criteria (maximum error) 
* actions to be taken for unsatisfactory results 

 Compliance evaluation results (mandatory) 

* compliance obligation type (e.g. legal, regulatory, contractual) 
* obligation description 
* latest version 
* consequences of non-compliance 
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* frequency of review 
* responsibility 
* current compliance status 
* last review date 

9.2 Internal Audit 

After establishing and implementing an OHSMS, organisations should evalu-
ate and monitor their processes to ensure that their system is delivering its 
intended outcomes. To assess compliance with the OHSMS and ISO 45001 
requirements, organisations should conduct internal audits periodically. 
Internal audit is a task typically conducted by people within the organisa-
tion to provide unbiased and independent reviews of systems and processes. 
Audits can provide valuable information on the extent that OHS objectives 
and policies have been achieved and defne OFIs. To establish an effective 
internal audit process, organisations should: 

1. Develop an internal audit programme and revise it regularly depending 
on the previous audits and results of performance monitoring 

2. Train and assign competent internal auditors to collect objective evi-
dence concerning the effectiveness of the OHSMS activities 

3. Evaluate results of internal audits to identify needs for improvement 
4. Defne corrective actions for nonconformances and improvements 
5. Verify completion of corrective actions and review effectiveness 
6. Maintain and retain documentation of execution and analysis of results 

of internal audits 
7. Communicate results of audits to relevant workers 

An audit programme is a set of audits planned for a specifc time frame 
and directed towards a specifc objective. The complexity of the audit pro-
gramme depends on factors such as the size and maturity of the organisa-
tion. An audit programme should determine: 

 Frequency: The standard states that audits should be done at planned 
intervals but did not establish a specifc frequency. Organisations should 
establish a frequency which is right for their processes. Audits can be 
done daily, weekly, monthly, quarterly, half-yearly, annually, etc. The 
frequency of an audit depends on factors such as: 
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* complexity of the processes: critical high-risk operational processes 
may need to be audited more frequently than low-risk document 
reviews 

* maturity of the processes: well-established processes might need 
auditing once a year while newly developed processes should be 
audited more frequently 

* previous results: processes with a history of failures and defciency 
should be audited more often 

 Methodology: Depending on the intended outcome and organisation 
activity that is being audited, different internal auditing methods may be 
utilised. Common methods of internal audits include: 

* System audits: focusing on the organisation’s management system 
as a whole, this method often uses checklists to ensure that each 
requirement has been implemented 

* Process audits: an in-depth evaluation of processes to verify their 
conformance with the desired outcomes 

 Responsibilities: Roles and responsibilities of people involved in inter-
nal audits including auditors, auditees, interviewees, and department 
managers should be clearly defned. These responsibilities may include 
arrangements for opening and closing meetings, preparation of audit 
plans, roles of audit team members, and communication of audit 
fndings. 

 Planning requirements: When developing an audit programme, organ-
isations should take into consideration factors for effective planning 
of internal audits. These requirements may include tasks for initiating 
the audit (e.g. contacting auditees about their availability during the 
audit, determining the feasibility of the audit) and tasks for preparing 
audit activities (e.g. preparing the audit plan, preparing checklists and 
questions). 

 Consultations: It is highly important to consult with relevant workers 
when developing internal audit programmes as this can add valuable 
information and increase the effciency of the internal audit results. 

 Reporting methodology: Considering objectives, methodology, and scope 
of the internal audit, organisations should establish and implement an 
appropriate reporting process to communicate the fndings of internal 
audits. Organisations should defne methods to verify the audit results, 
prepare audit conclusions, conduct exit meetings, and approve and 
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distribute the audit report. The audit report is the fnal output of the 
audit and requires appropriate attention. It should contain both posi-
tive and negative aspects noted during the audit. Organisations may 
determine methods of presenting audit reports including an executive 
summary, observations and key fndings, recommendations, OFIs, and 
graphical representation of fndings. 

For each audit, organisations should defne the criteria against which their 
conformity will be determined. A well-designed audit usually comprises 
ISO 45001 requirements, the organisation’s OHSMS requirements (e.g. poli-
cies, objectives, procedures), and applicable legal and other requirements 
requested by interested parties. If the organisation is auditing to verify that 
the requirements of ISO 45001 are implemented, then the requirements of 
the standard itself become the audit criteria. A sample internal audit report 
can be found in Appendix H. 

Organisations should determine the audit scope for each audit. Audit 
scope defnes the extent and boundaries of an audit, and typically includes a 
description of physical locations, departments, activities, processes, products, 
and time period covered. 

Conducting effective audits requires specialised knowledge, experience, 
and skills. Internal auditors should be competent and ideally familiar with 
the process they are auditing, but they cannot audit their own activities and 
preferably not their own department. To ensure the OHSMS audit is a reli-
able tool and provides objective information, organisations should select 
auditors who follow principles such as: 

 Independence: being independent of the activity being audited 
 Ethical conduct: maintaining trust, integrity, and confdentiality 
 Fair presentation: communicating fndings accurately 
 Professional care: exercising care in accordance with the importance of 

the task they perform 
 Evidence-based approach: evidence should be verifable and based on 

appropriate sampling 
 Knowledge of the OHSMS internal auditing: adequate knowledge of 

ISO 45001, OHSMS, conducting internal audits, and reporting the audit 
results 

The auditor’s contribution to the organisation is to provide valuable informa-
tion for making changes, determining and implementing corrective actions, 
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and continually improving the OHSMS procedures. Audit observations when 
assessed against audit criteria may result in the following audit fndings: 

 Conformity: fulflment of a requirement 
 Nonconformity: non-fulflment of a requirement 
 Opportunity for improvement: the requirement has been implemented, 

but based on the auditor’s experience and knowledge, additional effec-
tiveness can be achieved with a modifed approach 

Auditors should describe the extent to which a requirement has been met. 
When raising a nonconformance, auditors should clearly defne the evi-
dence observed and the requirement that it breaches. A summary of the 
audit results is typically communicated to the auditees in a closed meeting, 
followed by a formal written audit report which includes details of observa-
tions, the extent to which criteria have been met, and any OFIs. 

Audits are a means of helping the organisation, and to be effective, rel-
evant workers should be informed about the OFIs and nonconformities 
to eliminate the root causes and prevent recurrence. Organisations should 
establish and implement a process to communicate audit results to relevant 
personnel including managers, workers, workers’ representatives, contrac-
tors, and other interested parties where necessary. This is a vital element 
that is sometimes overlooked. 

Organisations should determine the level of information being communi-
cated to the relevant workers. For instance, top management may only need 
the executive summary of the audit while operational managers and work-
ers may require details of nonconformities and OFIs. It is recommended 
to include a summary of nonconformances and OFIs as well as compli-
ments (positive observations) in the executive summary of the audit report, 
as it can provide valuable information for senior management to identify 
strengths and weaknesses. 

Audit results that are communicated to the operational management 
and workers should clearly explain the nonconformities and OFIs, to assist 
the team to develop resolution planning (identify root causes and propose 
corrective actions). When resolution planning has been defned, organisa-
tions should allocate required resources including responsible person(s) and 
defne a target date to manage nonconformity. Corrective actions defned 
should then be implemented within the target dates and their effectiveness 
should be verifed. When an identifed nonconformance is not resolved dur-
ing the audit, follow-up audits shall be conducted. 
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Organisations should retain documented information as evidence of the 
implementation of their audit programme and evaluation of results. This 
evidence may include procedures for internal audits, identifed internal audit 
criteria, annual internal audit schedule, list of competent internal auditors, 
and internal audit reports. 

Steps to Complete 

1. Determine a process for the OHSMS internal auditing: 

a. Assign a responsible person for effective implementation of this pro-
cedure. Often being allocated to the health and safety manager, the 
responsible person must identify and train internal auditors, schedule 
required internal audits, provide resources required, and report the 
audit results to the senior management. 

b. Defne internal audits’ required criteria, scope, frequency, methods, 
responsibilities, resources, target date, consultation, and reporting 
methods. 

c. Select and train internal auditors on topics such as internal audit pro-
cesses, responsibilities of internal auditors, requirements of ISO 45001, 
requirements of the organisation’s OHSMS, OHS regulatory require-
ments, hazard and risk identifcation, and hierarchy of controls. 

2. Conduct internal audits at planned intervals. 
3. Defne corrective actions for nonconformances and improvements. 
4. Report internal audit results to the top management and relevant 

workers. 
5. Conduct follow-up audits and verify completion of corrective actions. 
6. Regularly review the effectiveness of internal audit procedures. 

Auditors Will Check That 

 The organisation has established an internal audit process. 
 Appropriate criteria are being evaluated in internal audits. 
 The internal auditors are competent. 
 The auditors are independent of the activity being audited. 
 Internal audits are being conducted at planned intervals. 
 The organisation has procedures to communicate audit fndings to 

top management and other relevant managerial and non-managerial 
workers. 
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 Nonconformities identifed have been actioned accordingly. 
 The organisation has a system to manage OFIs identifed in internal 

audits. 
 The organisation regularly reviews the effectiveness of its internal audit 

programme. 

Records 

 Internal audit plan (mandatory): 

* responsible person(s) for implementation of the plan 
* list of internal auditors 
* annual audit schedule 
* internal audit criteria 
* internal audit scope 
* audit process 
* process for recording and reporting audit results 
* verifcation of effectiveness, closing nonconformities, and OFIs 

 Internal audit report (mandatory): 

* audit scope 
* audit date 
* opening meeting attendees and minutes 
* audit criteria and observations 
* closing meeting attendees and minutes 
* identifed nonconformances and OFIs 

9.3 Management Review 

Overall performance of the OHSMS should be regularly reviewed by top 
management. The standard does not require a formal meeting to be held 
as long as senior management is involved in reviewing the information on 
the performance of the OHSMS. But documented MRMs are good prac-
tices to demonstrate management’s commitment to health and safety in the 
workplace. 

A management review is an important part of the standard, pro-
viding an opportunity for senior management to critically assess the 
suitability, adequacy, and effectiveness of the established management 
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system. Senior management should ensure that the established OHSMS 
is: 

 Suitable: fts the organisation, its objectives, culture, and operations 
 Adequate: implemented as planned 
 Effective: achieves its intended outcomes 

Inputs from management reviews are documents, data, and performance 
results, which need to be reviewed by the senior management. Decisions 
and actions required to rectify the nonconformities and improve the OHS 
performance of the organisation are the outputs of management reviews. 
Several input factors need to be regularly reviewed by the top management, 
including changes in the external and internal issues affecting the OHSMS 
and identifed nonconformities and OFIs. The standard requires organisa-
tions to frequently review the following aspects of their health and safety 
management system: 

 The status of decisions and actions from previous management reviews 
 Changes in: 

* the needs and expectations of interested parties (clause 4.2) 
* legal requirements and other requirements (clause 6.1.3) 
* risks and opportunities (clause 6.1.1) 

 The extent to which the policy and objectives have been met (clauses 
5.2 & 6.2.2) 

 The organisation’s OHS performance, including trends in: 

* incidents, nonconformities, corrective actions, and continuing 
improvement (clause 10.2) 

* monitoring and measurement results (clause 9.1) 
* results of evaluation of compliance with legal requirements and other 

requirements (clause 9.1.2) 
* audit results (clause 9.2) 
* results of consultation and participation of workers that can lead to 

identifying OHS concerns and suggestions for improvement (clause 
5.4) 

* risks and opportunities (clause 6.1.1) 

 The adequacy of resources for maintaining an effective OHSMS (clause 7.1) 
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 Relevant communication(s) with internal and external interested parties 
(clause 7.4.3) 

 Opportunities for continual improvement (clause 10.3) 

Organisations do not need to review all of these inputs in every meeting. 
But they are required to regularly check their performance against these 
factors. Results of management reviews, including decisions and actions 
required, should be retained by the organisation as documented information 
so that they can be appropriately communicated and consulted with relevant 
interested parties. Management review results should be consistent with the 
organisation’s commitment to continual improvement. Outputs of the man-
agement reviews can assist organisations to obtain a clear understanding of 
issues such as: 

 Is the performance of the established OHSMS at an acceptable level? 
 Is there any opportunity to improve the performance of the OHSMS? If 

so, what actions are required? Who is responsible? What resources are 
required? What is the target date? 

 Is there any nonconformity with the legal and other requirements? If 
so, what actions are required? Who is responsible? What resources are 
required? What is the target date? 

 Has something happened since the previous management reviews that 
requires a change in the OHSMS processes or objectives? 

It is vital to communicate the outputs of the management reviews to 
relevant interested parties including workers, workers’ representatives, 
contractors, and other concerned individuals. MRMs should be chaired 
by a member of top management. Other attendees can be operational 
management, supervisors, workers’ representatives, relevant workers, 
and, when necessary, internal auditors. It is recommended that the min-
utes of the meeting be recorded, noted, and later communicated to all 
attendees. 

The standard has not specifed a time period for conducting management 
reviews. But they should be done regularly, consistent with the level of risks 
and complexity of the organisation. Reports and meeting minutes should be 
retained as evidence of implementing management reviews. 

A sample management review meeting minutes can be found in 
Appendix I. 
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Steps to Complete 

1. Establish a process for management reviews, including: 

a. responsibilities of senior management and attendees 
b. management review method 
c. frequency 
d. agenda 
e. methodology for communication of results to the concerned individuals 

2. Conduct management reviews at planned intervals, specifying: 

a. date and time 
b. attendees 
c. agenda 
d. meeting minutes 
e. actions required 

3. Communicate management review decisions and required actions to the 
concerned individuals 

Auditors Will Check That 

 The organisation has an established management review process. 
 The frequency of the management reviews is established. 
 The inputs of management reviews are identifed. 
 Senior management attends and chairs the management reviews. 
 Outputs of management reviews are retained and communicated to 

relevant individuals. 
 The organisation monitors the progress of actions obtained from previ-

ous management reviews. 

Records 

 Procedure for management reviews (non-mandatory) 
 Evidence of conducting management reviews (e.g. MRM) (mandatory) 

* date and time 
* attendees 
* agenda 
* meeting minutes 
* actions required 
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10.1 - General 

10.2 - Incident, nonconformity 
and corrective action 

10.3 - Continual improvement 

Overview of Clause 10—Improvement (ISO 45001:2018). 

10.1 General & 10.2 Incident, Nonconformity, 
and Corrective Action 

Organisations should take proactive approaches to improve their OHSMS. The 
standard requires organisations to review the results of their OHSMS per-
formance obtained from different sources of OHS data, to identify OFIs 
and take actions to implement these improvements. Potential sources of the 
OHS data that can assist with identifying OFIs include management reviews, 
internal audits, compliance reviews, previous nonconformances and correc-
tive actions. 
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Organisations should establish a process to systematically identify OFIs, 
determine plans to achieve them, and action these plans. Improvement of 
the OHSMS can be done through different OHS functions such as hazards 
and risks’ reduction, training, OHS policy and objectives, and applying con-
trol measures. 

Potential improvements can also be identifed with reactive mea-
sures through corrective actions of incidents (e.g. injury, ill health, near 
misses) and nonconformances (e.g. non-fulflment of a legal requirement 
or OHS procedure). Thus, organisations should determine processes to 
report and investigate incidents and nonconformities, take corrective 
actions, and properly manage the consequences. These processes should 
include: 

 Reacting to the incident and/or nonconformity in a timely manner to 
control, correct, and contain immediate consequences of the incident or 
nonconformity 

 Investigating the root causes of the issue 
 Determining corrective actions 
 Taking the corrective actions 
 Reviewing the effectiveness of the actions taken 

Incident and nonconformity reporting processes should be established and 
communicated to workers at all levels. The reporting process can be done 
through incident and nonconformity report forms, sending an email, and 
verbal reporting to workers’ representatives and supervisors. It is neces-
sary to establish effective reporting channels and encourage workers to 
use them, as many minor injuries, near misses, and nonconformances go 
unreported. 

On the occurrence of an incident, immediate action is required to prevent 
further injury and to help injured persons. If the OHSMS has been estab-
lished properly, organisations should have already identifed most of the 
potential hazards, risks, and emergency situations and have procedures in 
place to manage them. Once the incident is appropriately controlled, organ-
isations should inspect the incident, collect accurate data, conduct inter-
views, and analyse the sequence of events to identify the root causes and 
corrective actions required. 

‘Root cause’ refers to the core issue that caused the incident or non-
conformity and should be permanently eliminated. Root cause analysis 
is the practice of detecting the highest-level factors associated with the 



Improvement  115   

 
 

 

 

 
 
 
 
 

problem that, when resolved, can prevent a recurrence of the incident or 
nonconformity. 

A typical technique to identify root causes of incidents and nonconformi-
ties is the ‘fve whys’ method. It is a simple but powerful approach to reveal the 
underlying causes. The fve whys technique is to simply ask “why?” fve times 
(or enough times) when a problem is encountered until you get past the 
symptoms of the issue and down to the root causes. This approach is most 
effective when the answers come from workers who have adequate knowl-
edge and experience of the processes being examined. 

Incident investigations should remain impartial and objective to collate 
clear and accurate information. An example of a hazard/incident/ 
nonconformity report fowchart is demonstrated in Appendix C. 

Relevant interested parties including workers, workers’ representatives, 
and contractors should be actively involved in the investigation pro-
cess of incidents and nonconformities, identifcation of root causes, and 
determination of corrective actions. The level of investigation required is 
associated with the consequences of the incident and its nonconformity. 
Results of these investigations should be documented and communicated 
internally and, where appropriate, externally to authorities and regulatory 
bodies. 

When necessary, other organisational units and departments should be 
informed of the investigation results as it is possible that the same root cause 
exists in other working areas. OHS risk assessments should be reviewed to 
verify whether or not the incident and its consequences have been previ-
ously identifed. If not detected before, it should be added to the risk register 
to ensure prevention of a reoccurrence and managed using the hierarchy of 
controls. OHS risks should be assessed for new and changed hazards, prior 
to taking corrective actions. 

If the incident occurred as a result of changes in the OHS procedures, 
organisations should review their management-of-change process and revise 
it accordingly to avoid similar issues. Depending on the severity of the inci-
dent and root causes identifed, it may be necessary to make appropriate 
changes to the OHSMS. 

Documented information should be retained as evidence of investiga-
tion of the incident and/or nonconformity, root causes and corrective actions 
need to be identifed, and a review undertaken of the effectiveness of the 
corrective actions. 

A sample incident/accident report form can be found in Appendix J. 
A sample nonconformance report form can be found in Appendix K. 
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Steps to Complete 

1. Determine a process for handling incidents and nonconformities, 
including: 

a. authorities and responsibilities (e.g. persons to communicate inci-
dents and nonconformities to management and authorities; persons 
to investigate incidents and nonconformities) 

b. methodologies for 

i. reporting incidents and nonconformities 
ii. investigating incidents and nonconformities 
iii. communicating results and fndings to concerned workers 
iv. taking corrective and preventive actions 
v. verifying the effectiveness of actions taken 

2. Consult with workers at all levels while developing procedures for han-
dling incidents and nonconformities 

3. Communicate procedures for handling incidents and nonconformities to 
workers at all levels 

4. Select a competent person(s) to communicate incidents and nonconfor-
mities to management and authorities 

5. Select a competent person(s) to investigate incidents and 
nonconformities 

6. Provide training and encourage workers to report incidents and 
nonconformities 

7. Implement procedures for handling incidents and nonconformities 
8. Retain documented information as evidence of incident and noncon-

formity investigations, corrective actions taken, and the review of their 
effectiveness 

Auditors Will Check 

 That the organisation has adequate processes in place to systematically 
identify OFIs 

 What OFIs have been identifed 
 How the organisation handles these OFIs 
 That the organisation has established a process for handling incidents 

and nonconformities 
 How the organisation selects competent persons to investigate incidents 

and nonconformities 
 That workers are aware of how to report incidents and nonconformities 
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 That workers report minor incidents including near misses 
 How the organisation investigates incidents and nonconformities and 

determines root causes 
 How the organisation proposes and takes corrective and preventive 

actions 
 That the organisation reviews effectiveness of actions taken 
 That incident and nonconformity reports are communicated to top 

management 
 How the organisation consults with workers in incident prevention 
 How the organisation looks for trends in incidents and nonconformities 

to identify OFIs 

Records 

 Procedure for handling incidents and nonconformities (non-mandatory) 
 Incident investigation report (mandatory) 
 Nonconformity investigation report (mandatory) 

10.3 Continual Improvement 

Most successful organisations in terms of health and safety in the workplace 
are the ones that are never satisfed with the status quo. They understand 
the importance of continual improvement and constantly have their eyes on 
the next level of OHS performance. Thus, the fnal clause of the standard 
is to ensure that the organisation’s OHSMS is progressively improving and 
maturing. 

Continual improvement is a systematic approach to detecting and imple-
menting OFIs that can help the organisation to accelerate its performance. 
Continual improvement is embodied in many clauses of the ISO 45001 
standard, from regularly reviewing the context of the organisation to fnding 
corrective actions for the nonconformances. This clause is more about estab-
lishing a culture that will lead organisations to always determine how they 
can perform better in regard to OHS. 

The standard introduces fve requirements to demonstrate the continual 
improvement of an OHSMS: 

 Enhancing OHS performance by considering factors to strengthen 
health and safety performance including minimising OHS hazards and 
risks and meeting OHS policy and objectives 
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 Promoting a culture that provides support to the OHSMS by advocating 
the commitment of all workers, especially senior management, in sup-
porting the OHS processes 

 Promoting the participation of workers in the identifcation and imple-
mentation of actions for continual improvement of the OHSMS—non-
managerial workers can provide invaluable information to improve 
OHSMS, and ISO 45001 highly emphasises their contribution to identify-
ing and actioning the potential improvements 

 Communicating the relevant results of continual improvement to work-
ers, and workers’ representatives to improve their OHS performance 
and motivations 

 Maintaining and retaining documented information as evidence of 
continual improvement, which can be extracted from various sources 
including management reviews, internal audits, OHS objectives, etc. 

Organisations should bear in mind that even if their OHS performance is 
going really well, there are always OFIs. Examples of events and circum-
stances that can offer potential improvement opportunities include: 

 Suggestions and recommendations from interested parties that can pro-
vide valuable information on the OHS performance of the organisation 
and how it can be improved (e.g. staff suggestion box, customer/contractor/ 
supplier feedback scheme, focus groups) 

 Sharing lessons learned from incidents and near misses with other 
organisations 

 New technology that can provide better health and safety processes 
(e.g. less noise, safer equipment, replacement of a hazardous substance 
in a process) 

 New or improved materials that reduce OHS risks to individuals 
 Changes in workers competency through training and updating their 

knowledge and skills 

Steps to Complete 

1. Determine a process to receive and review feedback and suggestions 
from workers, contractors, customers, and other interested parties 

2. Benchmark best practices used by other organisations in the industry 
and share lessons learned with other organisations 

3. Identify top OHS hazards and risks in the workplace and seek new 
technologies and materials to reduce the risks 
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4. Provide OHS training to workers at all levels 
5. Review OHSMS processes to ensure opportunities for continual 

improvement have been identifed and actioned 

Auditors Will Check 

 How workers were involved in detecting and implementing OFIs 
 How the organisation promotes a culture of continual improvement, 

and if top management is involved in promoting this culture 
 What actions have been taken to identify and implement opportunities 

for continual improvement 
 How the results of continual improvement processes are communicated 

to relevant parties 
 What documented information is available as evidence of continual 

improvement 

Records 

 Workers, contractors, and clients’ suggestion and feedback programme 
(non-mandatory) (A sample OHS suggestion programme and OHS sug-
gestion form can be found in Appendices L and M, respectively.): 

* objectives of the programme 
* method to submit suggestions and feedback 
* responsibilities of person(s) receiving the suggestions and feedback 
* responsibilities of person(s) approving the suggestions and feedback 
* methodology to review the suggestions and feedback 
* process to report the results to the individuals initiating the sugges-

tions and feedback 
* suggestion and feedback form 

 Evidence of identifying and implementing OFIs through (mandatory): 

* conducting management reviews 
* conducting internal audits 
* benchmarking best practices in the industry 
* providing OHS training to managerial and non-managerial workers 
* obtaining new technologies and materials to reduce OHS risks and 

hazards 
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Appendix A 

A Sample Occupational 
Health and Safety Policy 
Statement (Clause 5.2) 

Company X recognises its moral and legal responsibility to provide a safe 
and healthy work environment for workers (including contractors and 
workers of contractors), clients and visitors to the workplace. Our aim is 
to encourage a positive health and safety culture within the workplace. To 
ensure this occurs, health and safety will be actively promoted throughout 
the organisation by the provision of information, training, instruction, and 
supervision. Company X will openly encourage all staff and contractors to 
report hazards, including near misses, without fear of reprisal. 

Our OHS policy is to strive for a safer and healthier workplace by 
virtue of: 

 Prevention of injury and ill health 
 Reducing OHS risks and eliminating hazards 
 Establishing effective health and safety objectives, in consultation with 

our workers and other interested parties 
 Train, educate, and inform our workers about OHS issues that may 

affect their work 
 Promote OHS awareness within the company and encourage workers to 

participate in the decision-making processes within the OHSMS 
 Continual improvement in OHSMS 
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 Continual improvement in OHS performance, and 
 Compliance with all applicable legal and other requirements. 

Our health and safety policy is reviewed annually and is freely available to 
all of our interested parties. 

Signature: Date: 



 
 

Appendix B 

A Sample Health and Safety 
Roles, Responsibilities, and 
Authorities (Clause 5.3) 

Responsibility Matrix Role 

Activity 
Top 

Management 
H&S 

Manager 
Head of 

Department Worker 

Approve OHS policy and objectives R A C/I C/I 

Defne a procedure for internal 
OHS audit A R C/I C/I 

Report concerns, injuries, and 
near misses I C I R 

Arrange for emergency drills C R I I 

Raise an OHS nonconformance R R R I 

Approve or change the OHSMS 
procedure R C C I 

Carry out corrective action(s) A R R C/I 

R—Responsible, A—Accountable, C—Consulted, I—Informed 
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Responsibilities 

Position: Managing Director 
• Take overall responsibility and accountability for OHS for preventing work-related 

injuries and ill health and providing safe and healthy workplaces. 
• Ensure that the OHS policy and OHS objectives are established and implemented 
• Ensure that the requirements of the OHS system, such as hazard identifcation, 

risk assessment, application of controls, monitoring, audits, and employee 
participation are integrated into all work processes 

Position: Health and Safety Manager 
• Manage and mentor the health and safety offcers 
• Monitor health and safety risks and hazards in the workplace 
• Managing emergency procedures 

Position: Head of Departments 
• Ensuring OHSMS implementation in their department conforms to the company 

objectives 
• Allocating required resources from their department to complete OHSMS tasks 
• Consult with workers on OHS matters 

Position: Worker 
• Take reasonable care for his or her own health and safety 
• Take reasonable care that his or her acts or omissions do not adversely affect the 

health and safety of other persons 
• Report concerns, injuries, and near misses to HSRs and supervisors 



 

Appendix C 

A Sample OHS Issue 
Resolution Procedure 
Flowchart (Clauses 5.4 & 10.2) 
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OHS issue (concern, hazard, 
suggestion) identified 

Worker notifies supervisor/manager 

Supervisor/manager lodges OHS hazard report form 

Issue resolved 

Outcome notified. 
Hazard/risk register 

updated 

Issue not resolved 

HS rep being notified 

HS rep investigate and 
consult with relevant 

workers Issue not resolved 

HS rep issues Provisional 
Improvement Notice (PIN) 

Issue resolved. HS rep 
cancels PIN 

Outcome notified. 
Hazard/risk register 

updated 

Issue not resolved. Non-
compliance, dispute, advice 

needed 

Request to regulator for 
assistance to resolve issue 

Regulator inspector 
investigates and consults 

Issue resolved. Corrective action 
completed. Outcome notified. 
Hazard/risk register updated



           

Appendix D 

A Sample Permit to Work 
(PTW) (Clause 7.2) 

Permit to Work 

To be returned to the responsible offcer on completion of the work. 

Permission granted to: 

To carry out: Cutting/Burning/Welding/. . . . . . . . . . . . . . . . . . . . . . . . 

To use (equipment): 

Location: 

On date:// From (time) . . . . . . . . . . . . . . to (time) . . . . . . . . . . . . . . . 

Description of work: 

1. All combustible materials removed or made safe ¨

2. No fammable liquids, vapours, gases, or dust present ¨

3. Barricades, warning signs, spark/fash screens provided ¨

4. Fire extinguishers/hoses provided on site ¨

5. Operator knows how to use fre equipment ¨

6. Operator knows location of telephone/fre alarm ¨

7. Site inspected after completion of work ¨

Permit issued by: Signature: 
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Appendix E 

A Sample OHS Related 
Internal and External 
Communication 
Procedure (Clause 7.4) 
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What to Communicate? 
ISO 45001: 2018

Cl. Ref. When? With Whom? How? 
Who

Communicates?

The importance of 
effective OHS 
management and 
conforming to the 
OHSMS requirements 

5.1.e During OHSMS
planning
meeting 

HODs Verbally MD 

OHS policy 5.2 After making/
modifying 

To all In writing
(display) 

MD 

Responsibilities and
authorities for relevant 
roles 

5.3 After joining/role 
change 

Employees In writing MD, Head (P&A) 

Hazard identif cation and 
assessment of risks and
opportunities 

6.1.2 After conducting 
assessments 

To the MD and all 
HODs 

In writing HMR 

OHS objectives 6.2.1 During OHSMS
planning
meeting 

HODs Verbally and in 
writing 

MD 

OHS requirements
relevant to the 
organisation

(for services and materials 
to be provided at our site/
our customer’s site by the 
external providers) 

8.1.4 Prior to purchase External
providers,
including
contractors 

Verbal and/or in 
writing 

Head (Purchase &
Stores) 

Relevant OHS 
performance information 

9.1 After evaluation Internally (to all 
HODs) and
externally (to 
relevant 
interested
parties) 

In writing HMR 
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Relevant communication 
received from interested 
parties, including 
complaints 

9.3 After reviewing 
the
communication 

Interested parties 
who send the
communication 

In writing MD or HMR 

Reporting the results of 
OHSMS audits to relevant 
management 

9.2.2 After each audit MD In writing HMR 

Reporting on the 
performance of the 
OHSMS, including OHS

performance, to top 
management 

9.3 During
management 
review meeting 

MD In writing HMR, HODs 

Replying to tender 
documents and purchase
orders specifying
customers’ OHSMS 
requirements, ISO 45001
certif cation 
requirements, etc. 

NA Pre-sales
negotiations 

Prospective 
customers 

In writing Head (Marketing) 

Information regarding 
areas of OHSMS hazards
within our premises 

NA After identifying 
OHSMS hazards 

Employees, 
visitors 

Display boards HMR/Head (P&A) 

Enquiring about
emergency service and 
contact details 

8.2 When such need
is felt 

Emergency 
Service Providers 

Verbally/In writing HMR 



134 


ISO
 45001 Im

p
lem

en
tatio

n
 

 
 

What to Communicate? 
ISO 45001: 2018

Cl. Ref. When? With Whom? How? 
Who

Communicates?

Enquiring about insurance
proposals regarding
potential emergencies 

8.2 When such need
is felt 

Insurers Verbally/In writing HMR 

Responding to audit
fndings, show-cause
notices, intimations,
OHSMS requirements,
etc. 

7.4 After receiving 
such
communications 

Government or 
regulatory body 
inspectors 

In writing HMR 

Responding to letters,
certif cation service 
offers, audit schedules, 
audit fndings, etc. 

7.4 After receiving 
such
communications 

ISO 45001
certif cation 
body 

Verbally/In writing HMR 



 

 

Appendix F 

A Sample Operational Control 
Form (Clauses 8.1.1 & 8.1.2) 

Operation 
Signifcant 
Hazard(s) 

Method of 
Control 

Acceptable 
Operating Criteria 

Factory/offce 

Equipment installation/ 
dismantling projects 

Marketing & advertising 

Administrative offces 

Purchasing 

Job contracting 

Raw material handling 
and storage 

Production and 
maintenance 

R&D, design, 
engineering 

Laboratory 

Product storage 

Packing and dispatch 

Transportation 

On-site product 
installation/ 
maintenance 
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Appendix G 

A Sample OHS Monitoring 
Plan (Clause 9.1) 

Factor Method Criteria Frequency Owner 
Monitoring 

Result 
Corrective 

Action Verifcation 

Requirements Assess list of Percentage Annually ¨
from interested completed 
interested parties and 
parties their 
including legal requirements 
requirements 

Identifcation Assess risk Percentage Half- ¨
of hazards, register and completed yearly 
risks, and actions taken 
opportunities 

Achievement Assess Percentage Quarterly ¨
of WHS organisation’s completed 
objectives WHS 

objectives 

Effectiveness Assess internal Number of Annually ¨
of WHS audit results assessed 
controls internal 

audits 

Reduction of Assess Number of Annually ¨
incidents previous incidents 

accidents and 
incidents 
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Appendix H 

A Sample Internal Audit 
Report (Clause 9.2) 

Internal Audit Report 

Serial No. 

Internal audit name 

Lead auditor 

Additional auditors 

Auditee(s) 

Checklist name 

Scheduled date 

Department 

Process 

Location 

Audit Findings/Summary: 

Opening Meeting 

Date, time, and duration 

Attendee(s) 

Meeting minutes 

Closing Meeting 

Date, time, and duration 

Attendee(s) 

Meeting minutes 
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Internal Audit Questions 

Clause 
Number Audit Question 

Audit Finding 
(Compliant, 

Non-compliant, 
Opportunity for 
Improvement) Observation 

6.1.2.1 Does the organisation establish, 
implement, and maintain a process for 
hazard identifcation that is ongoing and 
proactive? 

6.1.2.1 Does the organisation’s processes for 
hazard identifcation take into account 
how work is organised, social factors 
(including workload, work hours, 
victimisation, harassment, and bullying), 
leadership, and the culture in the 
organisation? 

6.1.2.1 Does the organisation’s processes for 
hazard identifcation take into account 
routine and non-routine activities and 
situations, including hazards arising 
from infrastructure, equipment, 
materials, substances, and the physical 
conditions of the workplace? 

6.1.2.1 Does the organisation’s processes for 
hazard identifcation take into account 
routine and non-routine activities and 
situations, including product and 
service design, research, development, 
testing, production, assembly, 
construction, service delivery, 
maintenance, and disposal? 

6.1.2.1 Does the organisation’s processes for 
hazard identifcation take into account 
routine and non-routine activities and 
situations, including human factors? 



 

Appendix I 

A Sample Management Review 
Meeting Minutes (Clause 9.3) 

Management Review Meeting (MRM) 

Serial number 

Date and time 

Attendees 

MRM Agenda 
Document and Data 

Reviewed Minutes 

Review of follow-up actions 
from last OHS MRM 

Action plan document of 
last meeting 

Review of changes that can 
affect OHSMS 

Any recent internal and 
external changes 

Review of changes in OHS 
legislation/statutory 
requirements, legal 
compliance, needs and 
expectations of interested 
parties 

Legal and other 
requirement register, 
needs and expectations 
of interested parties 

Review of changes in risk 
and opportunity register 

Risk and opportunity 
register 

Extent to which the policy 
and objectives have been 
met 

Updated OHS policy, 
progress of OHS 
objectives 

Status of incidents, 
nonconformities, corrective 
actions, and continual 
improvement 

Incident reports, 
nonconformance reports, 
corrective and preventive 
action reports 
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Monitoring and 
measurement results 

OHS monitoring plan, 
results of OHS 
monitoring 

Results of evaluation of 
compliance with legal 
requirements and other 
requirements 

Annual compliance 
evaluation register 

Review of results of internal 
audits 

Latest internal audit 
reports 

Review of the results of 
workers’ participation and 
consultation 

Toolbox meeting minutes, 
OHS committee meeting 
minutes, 

worker’s suggestions, 
concerns, and complaints 

Adequacy of resources 
required for maintaining an 
effective OHSMS 

Reports from different 
departments regarding 
resources required 

Review of communications 
with interested parties 

Latest communication with 
internal and external 
parties especially with 
regulatory bodies 

Review of recommendations 
for improvement, 
opportunities for continual 
improvement 

Recommendations 
received from managerial 
and non-managerial 
workers, contractors, 
visitors, customers, and 
other interested parties 

MRM Action Plan 

Task Responsibility Target Date 



 

    

  

Appendix J 

A Sample Incident/Accident 
Report Form (Clause 10.2) 

Incident Report 

Date 

Department 

Location 

Reported by 

Injured/involved person details 

Name 

Date of birth 

Contact number 

Hours worked before the 
incident 

Injury type 

Incident details: 

Accident/incident criticality ¨Low ¨Medium ¨High 

Type of treatment given 

Name of frst-aider involved 

Emergency services or 
authorities advised? 

¨Yes ¨No 
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Root Cause Analysis 

Why did this incident occur? 

Because 

Ok, but why? 

And why was that? 

Now, what is the overall root cause? 

Date 

Completed by 

Preventive Action 

Proposed Preventive Action Responsibility Target Date 

Completed by: Date: 

Actual Actions Taken 

Actual corrective actions taken: 

Date 

Completed by 

Review of Effectiveness 

Corrective action verifed ¨Yes ¨No 

Reviewer notes: 

Date 

Completed by 



    

Appendix K 

A Sample Nonconformance 
Report Form (Clause 10.2) 

Nonconformance Report 

Date 

Department 

Location 

Reported by 

Nonconformance details: 

Primary responsibility 

Secondary 
responsibility 

Nonconformance 
criticality 

¨Low ¨Medium ¨High 

Root Cause Analysis 

Why did this incident 
occur? 

Because 

Ok, but why? 

And why was that? 

Now, what is the 
overall root cause? 

Date 

Completed by 
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Corrective Action 

Proposed Corrective Action Responsibility Target Date 

Completed by: Date: 

Actual Actions Taken 

Actual corrective actions taken: 

Date 

Completed by 

Review of Effectiveness 

Corrective action verifed ¨Yes ¨No 

Reviewer notes: 

Date 

Completed by 



Appendix L 

A Sample OHS Suggestion 
Programme (Clause 10.3) 

Worker’s Suggestion Programme 

At company X, we are determined to continuously develop our OHS processes, 
refne our procedures, and ultimately improve the health and safety of our workers. 
Company X recognises the power of workers’ participation in continual 
improvement. Workers are in an excellent position to see where opportunities to 
improve health and safety and working conditions exist. Workers are the best 
resource for suggesting ways to do things better. With such help, company X can 
improve its OHS performance. 

The primary objective of this programme is to generate productive suggestions for 
improving health and safety at the workplace. The worker’s suggestion programme 
provides an avenue whereby workers can freely submit their ideas for consideration. 

All workers may submit their suggestions to their managers/supervisors by 
completing the worker’s suggestion form. Managers/supervisors are responsible to 
review the suggestion and approve if it is an eligible suggestion and inform other 
managers in the next MRM. An eligible suggestion is a positive and complete written 
suggestion on how we can improve our current OHSMS and procedures. An eligible 
suggestion should identify a specifc problem or defciency along with a solution. If 
the implementation of the suggestion is to be initiated, the employee will be 
advised. 

Senior manager signature: 

Date: 
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Appendix M 

A Sample OHS Suggestion 
Form (Clause 10.3) 

Worker’s Suggestion Form 

Employee 
Name: 

Date: 

Department: ¨ Workshop ¨ Production ¨ Design ¨ Finance 
¨ Administration ¨ Sales 

How to make your suggestion: 
• Each suggestion should state a specifc health and safety issue, defne its cause, 

and propose defnite solutions. 
• Submit your suggestion by giving it to your manager/supervisor. 

Suggestion Topic: 

Description of Health and Safety Issue: 

Description of Proposed Solution: 

Detail of Benefts: 

Approver’s Signature: 

Date: 
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Index 

Note: Page numbers in italics indicate a fgure and page numbers in bold indicate a table 
on the corresponding page. 

A 

action, 58–61; see also corrective action 
administrative controls, 84 
analysis, 99–104 
audit, 11 

fndings, 11 
four-step audit programme, 9 
internal, 104–109, 139–140 

auditors 
context of the organisation, 18 
improvement, 116–117, 119 
leadership, 21, 23, 24, 25, 27, 28, 29, 

31, 35 
operation, 86, 88, 90, 92, 94, 97 
performance evaluation, 103, 108–109, 112 
planning, 48, 53, 55, 57, 61, 63–64 
support, 66, 69, 72, 75, 81 

authorities, 125–126 
avoidance, 51 
awareness, 70–73 

B 

biological hazard, 40 
biomechanical hazard, 40 

certifcation, 7–10 
change 

management of, 87–89 

chemical hazard, 40–41 
clauses, 6–7, 6 

context of the organisation, 6, 13–18, 13 
improvement, 7, 113–119, 113 
leadership and worker participation, 6, 

19–35, 19 
operation, 7, 83–98, 83 
performance evaluation, 7, 99–112, 99 
planning, 6, 37–64, 37 
support, 7, 65–81, 65 

commitment, 20–28 
communication, 73–76, 131–134 
competence, 11, 67–70 
compliance 

evaluation of, 101–104 
conformity, 11, 107 
consultation, 11, 105 

of workers, 31–35 
context of the organisation, 13–18 
continual improvement, 11, 117–119; 

see also improvement 
contractors, 90–93 
control 

of hazard, 51–53 
hierarchy of, 85 
of operation, 83–95 

corrective action, 11, 113–117 

D 

defnitions, see terms and defnitions 
documented information, 11, 76–81, 77–79 

C 
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E 

electrical hazard, 41 
elimination, 83–87 
emergency preparedness and response, 95–98 
engineering controls, 84 
ethical conduct, 106 
evaluation, see performance evaluation 
evidence-based approach, 106 
expectations of interested parties, 15–16 
exposure to hazard, 49–50 
external factors, 14–15, 14 

F 

fair presentation, 106 
fre hazard, 45–46 
four-step audit programme, 9 
four-step risk assessment methodology, 49, 49 
frequency of audit, 104–105 

H 

hazard, 11 
elimination, 83–87 
identifcation, 38–48 

biochemical, 40 
biological, 40 
chemical, 40–41 
electrical, 41 
fre, 45–46 
hydraulic, 41–42 
mechanical, 42 
noise and vibration, 43 
psychosocial, 44–45 
radiation, 44 
remote and isolated work, 46–47 
thermal, 44 
working at height, 43 
vehicles and mobile plant, 42 

hierarchy of controls, 52–53, 58–61, 84–86, 
85, 108, 115 

hydraulic hazard, 41–42 

I 

improvement, 107, 113–119, 113 
incident, 11, 113–117, 143–144 

independence, 106 
injury and ill health, 11 
interested parties, 12 

needs and expectations of, 15–16 
internal and external communication 

procedure, 131–134 
internal audit, 104–109, 139–140; see also audit 
internal factors, 14, 15, 17–18 
ISO 45001, 3–7; see also clauses 

four-step audit programme, 9 
PDCA concept on, 5 
process for gaining certifcation, 7–10 

issue resolution, 127–128 

K 

knowledge, 106 

L 

leadership and worker participation, 19–20, 19 
leadership and commitment, 20–28 
organisational roles and responsibilities, 

30–31 
policy, 28–30 
workers’ consultation and participation, 

31–35 
legal requirements, 56–58 
likelihood of hazard, 50–51, 51 

M 

maintenance of monitoring and measuring 
equipment, 101 

management review, 109–112, 141–142 
management system, 12; see also 

occupational health and safety 
management system 

measurement, 99–104 
mechanical hazard, 42 
methodology of audit, 105 
monitoring, 99–104, 137 

N 

needs of interested parties, 15–16 
noise and vibration hazards, 43 
nonconformity, 12, 107, 113–117, 145–146 
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O 

objective evidence, 12 
objectives, 12; see also occupational health 

and safety objectives 
occupational health and safety management 

system (OHSMS), 12, 16–18; see also 
clauses 

determining the scope of, 16 
terms and defnitions, 11–12 

occupational health and safety objectives, 
61–64 

occupational health and safety policy, 
28–30, 123–124 

operation, 83 
emergency preparedness and response, 

95–98 
planning and control, 83–95 

operational control, 135 
opportunities, 12 

actions to address 
assessment, 54–56 
general, 37–38 
hazard identifcation, 38–48 

for improvement, 107 
organisation, see context of the organisation 
outsourcing, 12, 93–95 

P 

participation, 12; see also leadership and 
worker participation 

PDCA, see plan-do-check-act (PDCA) 
performance evaluation, 99, 99 

internal audit, 104–109 
management review, 109–112 
monitoring, measurement, analysis, and 

performance evaluation, 99–104 
permit to work (PTW), 129 
personal protective equipment (PPE), 84 
plan-do-check-act (PDCA), 5, 5, 62 
planning, 37, 105 

actions to address risks and 
opportunities, 37 

assessment of risks and opportunities, 
48–56 

determination of legal requirements, 
56–58 

general, 37–38 
hazard identifcation, 38–48 
planning action, 58–61 

objectives, 61–64 
operation planning, 83–95 

policy, 12; see also occupational health and 
safety policy 

priority 
risk priority, 51 

procedure, 12 
process, 12 
procurement, 89–95 
professional care, 106 
psychosocial hazard, 44–45 

R 

radiation hazard, 44 
records 

context of the organisation, 18 
improvement, 117, 119 
leadership and worker participation, 21, 

22–25, 27, 28, 29, 31, 35 
operation, 86–87, 88–89, 90, 93, 94, 

97–98 
performance evaluation, 103–104, 

109, 112 
planning, 48, 54, 55–56, 58, 61, 64 
support, 67, 70, 72, 76, 81 

reduction, 51 
remote and isolated work, 46–47 
reporting methodology, 105–106 
requirement, 12 
resources, 66–67 
responsibilities, see roles and responsibilities 
retention, 51 
review, see management review 
risk, 12 

actions to address 
assessment of, 48–54, 49, 50–52 
general, 37–38 

reducing, 83–87 
roles and responsibilities, 30–31, 105, 125–126 

S 

scope, 16 
steps to complete 
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context of the organisation, 17–18 
improvement, 116, 118–119 
leadership and worker participation, 

20–24, 26, 28, 29, 31, 34 
operation, 86, 88, 89–90, 92, 94, 97 
performance evaluation, 102, 108, 112 
planning, 47, 53, 55, 57, 59–61, 63 
support, 66, 69, 71–72, 75, 80–81 

substitution, 84 
suggestion form, 149 
suggestion programme, 147 
support, 65–66, 65 

awareness, 70–73 
communication, 73–76 
competence, 67–70 
documented information, 76–81 
resources, 66–67 

T 

terms and defnitions, 11–12 
thermal hazard, 44 
top management, 12 
training, 84 
transfer, 51 

V 

vehicles and mobile plant hazards, 42 

W 

worker, 12; see also leadership and worker 
participation 

working at height, 43 
work reorganisation, 84 
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